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Szanowny Panie Ministrze,

problematyka policyjnych rejestréow danych - zbioréw big data® - jest zagadnieniem
nabierajgcym znaczenia i aktualnosci. Obecnie bowiem, Policja i inne stuzby moga
gromadzi¢ znaczng liczbe danych osobowych?, w tym takze danych wrazliwych -
danych genetycznych, biometrycznych, dotyczgcych pochodzenia rasowego lub
etnicznego, a nastepnie przetwarzac te dane bez wiedzy jednostki. Celem
przetwarzania danych osobowych jest ,zapobieganie i zwalczanie przestepczosci”.
Dodatkowo, w ramach mechanizmow wspotpracy UE przewidziano obowigzki
zapewnienia wymiany/dostepu do baz danych obejmujgcych dane genetyczne,
daktyloskopijne, wizerunek, a takze zwigzane z umozliwieniem zautomatyzowanego

1 Zob. definicje big data na stronie:
https://www.europarl.europa.eu/topics/pl/article/20210211STO97614/big-data-definicja-korzysci-
wyzwania-infografika.

2 Zgodnie z art. 3 pkt 1 dyrektywy 2016/680 ,dane osobowe” oznaczajg wszelkie informacje o
zidentyfikowanej lub mozliwej do zidentyfikowania osobie fizycznej (,0sobie, ktérej dane dotycza");
mozliwa do zidentyfikowania osoba fizyczna to osoba, ktérg mozna bezposrednio lub posrednio
zidentyfikowa¢, w szczegdélnosci na podstawie identyfikatora takiego jak imie i nazwisko, numer
identyfikacyjny, dane o lokalizacji, identyfikator internetowy badz jeden lub kilka szczegdInych czynnikow
okreslajacych fizyczng, fizjologiczng, genetyczng, psychiczng, ekonomiczng, kulturowg lub spoteczng
tozsamosc¢ osoby fizycznej;
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przetwarzania i przeszukiwania danych3. Z perspektywy praw i wolnosci jednostki,
zaréwno zautomatyzowane przetwarzanie (przeszukiwanie danych osobowych) bez jej
wiedzy, jak i przechowywanie tych danych w réznych rejestrach danych przez trudny
do oszacowania czas, stwarza realne zagrozenie nieproporcjonalnej i nadmiernej
ingerencji w prawo do prywatnosci4. Obecnie w Polsce, dane o osobach w
jakiejkolwiek roli zaangazowanych w postepowanie karne, postepowanie w sprawach
0 wykroczenia, czy w dziatania Policji o charakterze administracyjno-porzagdkowym
moggq by¢ przetwarzane m.in. w Krajowym Rejestrze Karnym®, Krajowym Centrum
Informacji Kryminalnych®, Rejestrze Sprawcéw Przestepstw na Tle Seksualnym?,

3 Zob. art. 32 rozporzadzenia 2024/982.

4Zob. wyrok ETPC z 13.02.2020 r. w sprawie Gaughran p. Zjednoczonemu Krélestwu; skarga nr 45245/15.
> Rejestr prowadzony na podstawie ustawy z dnia 24 maja 2000 r. o Krajowym Rejestrze Karnym (ustawa
z dnia 24 maja 2000 r. o Krajowym Rejestrze Karnym (t.j. Dz. U. z 2024 r. poz. 276), w ktérym gromadzone
sg dane m.in. o wyrokach skazujgcych, warunkowo umarzajgcych postepowanie, osobach tymczasowo
aresztowanych oraz informacje o nieletnich wobec ktérych orzeczono srodki wychowawcze, poprawcze,
lecznicze lub umieszczono w schronisku dla nieletnich (art. 1 ustawy o KRK). Przepisy ustawy regulujg
zasady dostepu do danych, precyzujgc krgg podmiotdw moggcych uzyskac informacje o jednostce,
zasady przetwarzania danych oraz wprowadzajg terminy ich usuniecia (art. 14 ustawy o KRK).

6 Rejestr prowadzony na podstawie ustawy o przetwarzaniu informacji kryminalnych (ustawa z dnia 6
lipca 2001 r. o przetwarzaniu informacji kryminalnych (t.j. Dz. U. z 2024 r. poz. 376 z p6zn. zm.). Zgodnie
z art. 13 tej ustawy, zakres przetwarzanych informacji obejmuje m.in. czas i miejsce popetnionego
przestepstwa, sygnature akt, informacje o osobie, przeciwko ktérej prowadzono postepowanie karne lub
karne skarbowe albo prowadzono czynnosci operacyjne, dane o rachunkach bankowych itp. Przepisy
reguluja takze czas przechowywania danych (art. 14 ustawy o KCIK), ktéry wynosi 15 lat.

7 Rejestr prowadzony na podstawie ustawy z dnia 13 maja 2016 r. o przeciwdziataniu zagrozeniom
przestepczoscig na tle seksualnym i ochronie matoletnich; Dz. U. z 2024 r. poz. 1802 z p6zn. zm.; (art. 4 i
nast. ww. ustawy); zbidr ten dzieli sie na trzy podzbiory (bazy: Rejestr z dostepem ograniczonym; Rejestr
publiczny; Rejestr osdb, w stosunku do ktérych Panstwowa Komisja do spraw przeciwdziatania
wykorzystaniu seksualnemu matoletnich ponizej lat 15, wydata postanowienie o wpisie w Rejestrze) , a
ustawa reguluje procedure wpisu do rejestru, organy uprawnione do dokonania wpisu, przestanki jego
dokonania. Z uwagi na charakter wpisu w rejestrze (przede wszystkim charakter prewencyjny, ktéry ma
zapobiegac zagrozeniom przestepstwami przeciwko wolnosci seksualnej i obyczajnosci), co do zasady
wpisu w Rejestrze sie nie usuwa (art. 8 ustawy);



Systemie Wspomagania Dowodzenia Policji8, zbiorze danych DNA?, zbiorze danych
daktyloskopijnych, tj. Centralnej Registraturze Daktyloskopijnej oraz zbiorze
automatycznie przetwarzajgcym dane daktyloskopijne’®, a takze w Krajowym Systemie
Informacyjnym Policji.

Krajowy System Informacyjny Policji jest prowadzony na podstawie art. 21nb ustawy
Policji, a w istocie na podstawie zarzadzenia nr 70 Komendanta Gtéwnego Policji z

8 Rejestr prowadzony na podstawie art. 20e - 20g ustawy o Policji (t.j. Dz. U. z 2025 r. poz. 636); przetwarza
sie tam dane o przestepstwach i wykroczeniach (zob. Rozporzgdzenie Ministra Spraw Wewnetrznych i
Administracji z dnia 31 pazdziernika 2019 r. w sprawie prowadzenia rejestru wykroczen, przetwarzania
w nim informacji oraz sposobdw i trybu udzielania informacji o osobach z tego rejestru (t.j. Dz. U. z 2023
r. poz. 715) oraz o sprawcach tych czynéw zabronionych. Zakres przetwarzanych danych jest szeroki,
obejmuje bowiem dane dotyczgce osoby (m.in. imie, nazwisko, imiona i nazwiska rodowe rodzicéw, date
urodzenia, PESEL, dokument tozsamosci, obywatelstwo i pte¢, zrédta utrzymania - art. 20f ust. 2 ustawy
o Policji), a takze informacje o czynie zabronionym oraz o rozstrzygnieciach sadu. Ustawa o Policji reguluje
takze zasady przetwarzania danych, precyzuje krgg podmiotéw majgcych dostep do zbioru danych oraz
okresla ramy czasowe przetwarzania ww. danych wprowadzajac terminy ich usuniecia z rejestru (art. 20f
ust. 15 ustawy o Policji).

9 Rejestr prowadzony na podstawie art. 21a ustawy o Policji, w ktérych przetwarzane sg dane genetyczne
m.in. oséb podejrzanych lub podejrzanych o popetnienie przestepstw Sciganych z oskarzenia
publicznego, nieletnich dopuszczajgcych sie czyndw zabronionych przez ustawe jako przestepstwa
scigane z oskarzenia publicznego, os6b stwarzajacych zagrozenie, o ktérych mowa w ustawie z dnia 22
listopada 2013 r. o postepowaniu wobec 0s6b z zaburzeniami psychicznymi stwarzajgcych zagrozenie
zycia, zdrowia lub wolnosci seksualnej innych oséb (Dz. U. z 2022 r. poz. 1689); 0s6b, o ktdrych mowa w
art. 10 ust. 1 ustawy z dnia 10 czerwca 2016 r. o dziataniach antyterrorystycznych (przepis ten uprawnia
funkcjonariuszy ABW, Policji i Strazy Granicznej do pobrania linii papilarnych, utrwalana wizerunku twarzy
lub nieinwazyjnego pobierania materiatu biologicznego w przypadku gdy: 1) istnieje watpliwo$¢ co do
tozsamosci osoby lub; 2) istnieje podejrzenie nielegalnego przekroczenia granicy Rzeczypospolite]
Polskiej albo watpliwos¢ co do deklarowanego celu pobytu na terytorium Rzeczypospolitej Polskiej, lub
3) istnieje podejrzenie co do zamiaru nielegalnego przebywania na terytorium Rzeczypospolitej Polskiej,
lub 4) istnieje podejrzenie zwigzku osoby ze zdarzeniem o charakterze terrorystycznym, lub 5) osoba
mogta uczestniczy¢ w szkoleniu terrorystycznym), oskarzonych lub skazanych za popetnienie przestepstw
Sciganych z oskarzenia publicznego, os6b o nieustalonej tozsamosci oraz oséb usitujgcych ukry¢ swojg
tozsamos¢, zwiok ludzkich o nieustalonej tozsamosci, sladéw nieznanych sprawcow przestepstw itd.
Ustawa precyzuje takze cel przetwarzania danych osobowych (art. 21d ustawy o Policji), procedury
weryfikacji oraz wprowadza maksymalne terminy przechowywania danych (art. 21e ust. 2 ustawy o
Policji).

10 Zbiory prowadzone na podstawie art. 21h ustawy o Policji. Przetwarzane sg w nich dane m.in. oséb
podejrzanych lub podejrzanych o popetnienie przestepstw sciganych z oskarzenia publicznego, nieletnich
dopuszczajgcych sie czyndéw zabronionych przez ustawe jako przestepstwa $cigane z oskarzenia
publicznego, os6b stwarzajagcych zagrozenie, o ktérych mowa w ustawie z dnia 22 listopada 2013 r. o
postepowaniu wobec oséb z zaburzeniami psychicznymi stwarzajgcych zagrozenie zycia, zdrowia lub
wolnosci seksualnej innych osoéb, oséb, o ktérych mowa w art. 10 ust. 1 ustawy z dnia 10 czerwca 2016 r.
o dziataniach antyterrorystycznych, oskarzonych lub skazanych za popetnienie przestepstw Sciganych z
oskarzenia publicznego, oséb poszukiwanych (art. 21h ust. 2 ustawy o Policji). Przepis art. 21k ustawy o
Policji precyzuje cel przechowywania i przetwarzania danych daktyloskopijnych, art. 211 ustawy o Policji
wskazuje, kiedy dane zostang usuniete.



dnia 2 grudnia 2019 r. w sprawie Krajowego Systemu Informacyjnego Policji. Krajowy
System Informacyjny Policji jest scentralizowanym zbiorem danych osobowych nie
tylko oséb podejrzanych, podejrzanych i oskarzonych, ale takze pokrzywdzonych i
innych oséb w jakikolwiek sposdb zaangazowanych w postepowanie karne lub
postepowanie w sprawach o wykroczenia. System ten jest w zasadzie nadzbiorem
danych policyjnych - zbiorem big data - przetwarzajgcym w sposdb zautomatyzowany
i niezautomatyzowany szeroki zakres danych o jednostkach. System dziata niezaleznie
od innych systemoéw policyjnych, tj. usuniecie danych z okreslonego zbioru (np. KRK
czy systemu danych daktyloskopijnych) nie oznacza, ze zostang one automatycznie
usuniete z KSIP.

W rejestrach ustawodawca okresla podstawe, cel, zasady udostepniania oraz
(czesto) mechanizmy retencji i usuwania danych. Na tym tle KSIP pozostaje
rozwigzaniem nietypowym: o bardzo szerokiej funkcjonalnosci, przy relatywnie
szczatkowej regulacji ustawowej i przeniesieniu kluczowych regut (zakres,
retencja, usuwanie) do zarzgdzenia Komendanta Gléwnego Policji. W przypadku
KSIP jedyng ustawowg podstawg jest art. 21nb ustawy o Policji. Przepis art. 21nb ust. 1
ustawy o Policji stanowi, ze ,Komendant Gtéwny Policji prowadzi Krajowy System
Informacyjny Policji, zwany dalej "KSIP", bedgcy zestawem zbioréw danych, w ktérym
przetwarza sie informacje, w tym dane osobowe, w zwigzku z realizacjg zadan
ustawowych”, czyli m. in. zapobieganiu i zwalczaniu przestepczosci, prowadzeniu
dziatan operacyjnych, czy poszukiwaniu oséb zaginionych i identyfikacji oséb.
Podstawg funkcjonowania KSIP jest zarzgdzenie nr 70 Komendanta Gtéwnego Policji z
dnia 2 grudnia 2019 r. w sprawie Krajowego Systemu Informacyjnego Policji. Zgodnie z
8 3 zarzadzenia, KSIP jest scentralizowanym zestawem zbioréw danych obejmujgcym
zakresem dziatania terytorium catego kraju oraz ztozony ze zbioréw danych:

1) zbioru Osoba,

2) zbioru Fakt, w tym wykazu informacji tworzgcych Biuletyn KSIP,
3) zbioru Rzecz,

4) zbioru Podmiot,

5) zbioru Pokrzywdzeni,

6) rejestru wykroczen, obejmujgcego swoim zakresem informacje, w tym dane
osobowe, o0 osobach i wykroczeniach, o ktérych mowa w art. 20f ust. 1-3 ustawy o Policji,



przetwarzane w zbiorze Osoba, Fakt, Rzecz i Pokrzywdzony w formie rejestracji, o
ktorych mowa w 8 16 ust. 1 pkt 11, § 32, § 35 ust. 1 pkt 6 oraz § 39 ust. 2".

KSIP jest w zasadzie ,superzbiorem” tgczagcym w jedno bazy danych funkcjonujgce w
Policji i majgcym dostep (funkcjonalnos¢) w zakresie pozyskiwania informacji z innych
zbioréw danych''. Systemy KSIP umozliwiajg rowniez zautomatyzowane lub czeSciowo
zautomatyzowane przekazywanie informacji pomiedzy innymi systemami, a takze
przekazywanie danych do innych panstw korzystajgcych z Systemu Informacji
Schengen (SIS), oraz innych systemdw przewidzianych w prawie UE lub umowach
miedzynarodowych (w okreslonych przypadkach i trybach)'2. W rejestrze
przetwarzane sg dane osobowe’3, w tym takze dane daktyloskopijne, wizerunek, dane
genetyczne, inne dane wrazliwe (np. pochodzenie rasowe lub etniczne)'4.
Administratorem zbioréw danych jest Komendant Gtéwny Policji, ale jego obowigzki w
zakresie danych osobowych, co do zasady wykonujg odpowiedni Dyrektorzy Komendy
Gtoéwnej Policji’. Nadzor nad jakoscig i aktualnoscia informacji przetwarzanych przez
KSIP jest zdecentralizowany - sprawujg go kierownicy komoérek organizacyjnych
komend wojewddzkich Policji'®. Zarzadzenie okresla takze zasady nadawania, zmiany

1 Zob. § 4, a zwtaszcza § 4 ust. 2 Zarzadzenia o KSIP.

2 Por. § 5 Zarzadzenia o KSIP.

13§ 3 ust. 2 Zarzadzenia o KSIP okresla zakres przetwarzanych danych osobowych. Sg to dane pozyskane
m.in. na podstawie: art. 20 ust. 1-1d i 2ad-2ba ustawy o Policji, a takze art. 20f ust. 1-3 ustawy o Policji w
rejestrze wykroczen, art. 20f ust. 13 ustawy o Policji, art. 16, art. 18f w zw. z art. 16 oraz art. 20 ustawy z
dnia 16 wrzesnia 2011 r. o wymianie informacji z organami S$cigania panstw czionkowskich Unii
Europejskiej, panistw trzecich, agencjami Unii Europejskiej oraz organizacjami miedzynarodowymi (Dz. U.
z 2018 r. poz. 484 oraz z 2019 r. poz. 125), ktére zostaly uzyskane przez Policje w zwigzku z wymiang
informacji, o ktérej mowa w art. 20 ust. 2aa ustawy o Policji oraz pobrane i przekazane Komendantowi
Gtownemu Policji przez Policje, Agencje Bezpieczenstwa Wewnetrznego oraz Straz Graniczng na
podstawie oraz na zasadach, w sposéb i w trybie okreslonym w przepisach art. 10 ustawy o dziataniach
antyterrorystycznych oraz przepisach rozporzadzenia PRM w sprawie pobierania danych osoéb
niebedacych obywatelami RP obejmujgce: 1) wizerunek twarzy osdb, o ktérych mowa w art. 10 ust. 1
ustawy o dziataniach antyterrorystycznych wraz z danymi osobowymi tych oséb i informacjg o podstawie
prawnej utrwalenia oraz pobrania danych osobowych, 2) informacje o fakcie pobrania odciskéw linii
papilarnych lub materiatu biologicznego od oséb, o ktérych mowa w art. 10 ust. 1 ustawy o dziataniach
antyterrorystycznych, informacje o oznaczeniu profilu DNA tych oséb i jego zarejestrowaniu w zbiorze
danych DNA, o ktérym mowa w art. 21a ust. 1 ustawy o Policji, a takze informacje dotyczace
zarejestrowania odciskéw linii papilarnych tych oséb w zbiorach danych daktyloskopijnych, o ktérych
mowa w art. 21h ust. 1 ustawy o Policji wraz z ich danymi osobowymi oraz informacjag o podstawie
prawnej pobrania.

14 Zob. 8 17 ust. 2 pkt 6 Zarzgdzenia o KSIP.

>§ 5 Zarzadzenia o KSIP.

6 Por. § 8, 8a Zarzgdzenia o KSIP.



oraz cofania uprawnien do przetwarzania danych osobowych w KSIP', a takze
procedure informowania o naruszeniu zasad przetwarzania danych osobowych'é,
Mimo, ze KSIP - jak to zostato wczesniej wskazane - jest swego rodzaju
~superzbiorem”, tgczgcym dane pochodzace z innych baz danych, to funkcjonuje
czesciowo niezaleznie od nich. W konsekwencji, usuniecie danych z jednego zbioru nie
oznacza automatycznego usuniecia danych z KSIP. Przepis 8 109 ust. 2 zarzgdzenia o
KSIP pozwala na dalsze przetwarzanie tych danych, mimo ich usuniecia z innych
policyjnych rejestréw. W przypadku rejestru wykroczen (8 107 Zarzadzenia KGP o KSIP)
oraz innych rejestréw, wprost wskazano, ze usuniecia dokonuje sie ,po weryfikacji”". W
praktyce mechanika usuwania w KSIP moze powodowa¢, ze dane (w szczegdlnosci
identyfikatory i powigzania dotyczgce AFIS/DNA) pozostajg w KSIP, mimo usuniecia z
wiasciwych baz zrédtowych - zwtaszcza, gdy sg przetwarzane rownolegle na innej
podstawie prawnej. To wymaga doprecyzowania ustawowego i jednoznacznych regut
retencji. Zarzagdzenie KGP o KSIP nie reguluje terminéw przechowywania danych, a
zastosowanie znajdujg ogolne regulacje wynikajgce z ustawy o ochronie danych
osobowych w zwigzku z zapobieganiem i zwalczaniem przestepczosci.

Chociaz w KSIP przetwarzane sa rézne rodzaje danych, réznych podmiotéw w
zwigzku z realizowaniem przez Policje zadan ustawowych'?, to ponizsze uwagi
beda odnosity sie tylko do przetwarzania danych osobowych w zwigzku z
zapobieganiem i zwalczaniem przestepczosci. Ograniczenie zakresu rozwazan
wigze sie z koniecznoscig zbadania zgodnosci przetwarzania danych osobowych w
KSIP z prawem unijnym i Konstytucjg. Niezgodnos¢ ta byta juz takze sygnalizowana w
pismie Prezesa UODO z 17 maja 2024 r.2° w zwigzku z wydaniem przez TSUE wyroku w
sprawie C-118/222". Prezes UODO zwracat uwage na czas przechowywania i
przetwarzania danych osobowych oséb podejrzanych i skazanych za przestepstwa,
bez uwzglednienia charakteru popetnionego przez nich czynu zabronionego, a takze
na brak efektywnej kontroli sgdowej nad zbiorem danych KSIP oraz braku ustawowej

7 Zob. rozdziat 4 Zarzadzenia o KSIP.

8 Zob. rozdziat 4a Zarzgdzenia o KSIP.

9 Np. w zwigzku ze statystkg, czy informacje dotyczace oséb, ktére usitowaty popetni¢ samobdjstwo albo
je popetnity.

20 Pismo do Ministra ds. Europejskich mozna znalez¢ na stronie: https://uodo.gov.pl/pl/138/3117.

21 Wyrok TSUE z 30 stycznia 2024 r., C-118/22, NG przeciwko Direktor na Glavna direktsia ,Natsionalna
politsia” pri Ministerstvo na vatreshnite raboti - Sofia;
https://curia.europa.eu/juris/document/document.jsf;jsessionid=9BE4DF7465B92C0A5916916778898F3
C?text=&docid=282264&pagelndex=0&doclang=pl&mode=Ist&dir=&occ=first&part=1&cid=4848677.
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podstawy do przetwarzania danych osobowych. Mimo inicjatywy Prezesa UODO,
przepisy nie zostaty zmienione ani nie zostaty podjete zadne dziatania w celu
wyeliminowania niezgodnosci prawa krajowego z przepisami unijnymi?2,

I. Zasady przetwarzania danych osobowych, w tym danych genetycznych i
biometrycznych w zwigzku ze zwalczaniem i zapobieganiem przestepczosci w
prawie unijnym

Zasady gromadzenia, przetwarzania i przechowywania danych osobowych w zwigzku z
zapobieganiem i zwalczaniem przestepczosci wynikajg w pierwszej kolejnosci z art. 4
ust. 1 dyrektywy 2016/680. Obowigzkiem panstw cztonkowskich UE jest zapewnienie,
by dane osobowe byty:

a) przetwarzane zgodnie z prawem i rzetelnie;

b) zbierane w konkretnych, wyraznych i uzasadnionych celach i nieprzetwarzane w
Sposob niezgodny z tymi celami;

c) adekwatne, stosowne i nienadmierne do celdw, dla ktérych sg przetwarzane;

d) prawidtowe i w razie potrzeby uaktualniane; nalezy podjg¢ wszelkie rozsgdne
dziatania, aby dane osobowe, ktore sg nieprawidtowe, w Swietle celéw ich
przetwarzania, zostaty niezwtocznie usuniete lub sprostowane;

e) przechowywane w formie umozliwiajgcej identyfikacje osdb, ktérych dane dotyczg,

przez okres nie dtuzszy, niz jest to niezbedne do celéw ich przetwarzania;

f) przetwarzane w sposob zapewniajgcy odpowiednie bezpieczenstwo danych

osobowych, w tym ochrone przed niedozwolonym lub niezgodnym z prawem

przetwarzaniem oraz przypadkowg utratg, zniszczeniem lub uszkodzeniem, za
pomocg odpowiednich srodkéw technicznych lub organizacyjnych?3.

W motywach do dyrektywy 2016/680 wyjasniono, ze zapobieganie przestepczosci,
prowadzenie postepowan przygotowawczych, wykrywanie i sciganie czynow
zabronionych wymaga przetwarzania danych osobowych w szerszym kontekscie.
Oznacza to, ze dane osobowe zebrane w zwigzku z konkretnym czynem
(postepowaniem karnym) moga by¢ przetwarzane takze w innych sprawach,

227 odpowiedzi Ministerstwa Spraw Wewnetrznych i Administracji skierowanej do Prezesa UODO wynika,
ze zdaniem Ministerstwa przepisy nie budzg watpliwosci odnosnie do zgodnosci z Konstytucja. Zob.
odpowiedZ o sygn. DPP-WNP.0164.2.2025JK.

23 Zob. motyw nr 28 i nast. do dyrektywy 2016/680.



jesli celem jest zapobieganie i zwalczanie przestepczosci oraz ustalenie
powigzan pomiedzy r6znymi, wykrytymi czynami zabronionymi?4. Konieczne jest
jednak zagwarantowanie adekwatnosci przetwarzania danych osobowych oraz
zbierania ich we wiasciwym zakresie w kontekscie celdw, jakie majg byc realizowane.
.Nalezy w szczegé6lnosci zapewnic, by zebrane dane osobowe nie byly nadmierne
i by okres ich przechowywania byt nie dtuzszy, niz jest to niezbedne do
osiagniecia celu ich przetwarzania”. Przetwarzanie danych osobowych powinno
odbywac sie zgodnie z zasadg subsydiarnosci, tj. dopiero wtedy, gdy cel przetwarzania
danych osobowych nie moze zostac rozsgdnie osiggniety innymi sposobami.
Konieczne jest takze wdrozenie odpowiednich zabezpieczen, by dane osobowe nie
byly przechowywane przez czas dtuzszy, niz jest to niezbedne. Przepisy krajowe
powinny zatem wprowadzac terminy usuwania danych lub ich okresowego
przeglagdu®. W odniesieniu do danych wrazliwych - danych genetycznych,
biometrycznych, dotyczgcych pochodzenia rasowego lub etnicznego, itp., przepisy
prawa unijnego zwiekszajg rygoryzm przetwarzania danych osobowych. Zgodnie z art.
10 dyrektywy 2016/680 przetwarzanie takich danych jest dozwolone wytgcznie wtedy,
jesli jest to bezwzglednie niezbedne, podlega odpowiednim zabezpieczeniom dla praw
i wolnosci osoby, ktérej dane dotyczg, oraz:

a) jest dopuszczone prawem Unii lub prawem panstwa cztonkowskiego;

b) jest niezbedne dla ochrony zywotnych intereséw osoby fizycznej, ktérej dane
dotyczg, lub innej osoby; lub

C) takie przetwarzanie dotyczy danych osobowych w sposéb oczywisty
upublicznionych przez osobe, ktérej dane dotycza.

W orzecznictwie TSUE wskazuje sie, ze art. 10 dyrektywy 2016/680 ,stuzy zapewnieniu
wzmocnionej ochrony osoby, ktorej dane dotyczg, poniewaz ze wzgledu na ich
szczegoblng wrazliwosc i kontekst, w jakim sg one przetwarzane, rozpatrywane dane
mogg powodowac (...) powazne ryzyko naruszenia podstawowych praw i wolnosci,
takich jak prawo do poszanowania zycia prywatnego i prawo do ochrony danych
osobowych, zagwarantowane w art. 7 i 8 Karty"26. W konsekwencji przetwarzanie
takich danych wymaga, poza ogblng podstawg prawng, spetnienia surowszych

24 Zob. motyw nr 27 do dyrektywy 2016/680.

25> Zob. motyw nr 26 do dyrektywy 2016/680.

26 Wyrok TS z 28.11.2024 r., C-80/23, MINISTERSTVO NA VATRESHNITE RABOTI, GLAVNA DIREKTSIA ZA
BORBA S ORGANIZIRANATA PRESTAPNOST PRZECIWKO V.S., LEX nr 3783743; pkt 53.
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warunkéw: musi by¢ dopuszczone prawem oraz podlega¢ odpowiednim
zabezpieczeniom dla praw i wolnosci oséb, ktérych dane dotyczg, a ingerencja
powinna spetniac rygorystycznie oceniany wymaog bezwzglednej niezbednosci.

Zasady gromadzenia i przetwarzania danych osobowych w zwigzku z zapobieganiem i
zwalczaniem przestepczosci sg stopniowo precyzowane w orzecznictwie Trybunatu
Sprawiedliwosci Unii Europejskiej. Z perspektywy analizowanego zagadnienia istotne
znaczenie ma piec orzeczen?’:

- wyrok TSUE z dnia 26 stycznia 2023 r., C-205/2128,
- wyrok TSUE z dnia 16 listopada 2023 r., C-333/222°;
- wyrok TSUE z dnia 30 stycznia 2024 r., C-118/2230,
- wyrok TSUE z dnia 28 listopada 2024 r., C-80/233";
- wyrok TSUE z dnia 20 listopada 2025 r., C-57/2332,

W wyroku w sprawie C-205/21 TSUE analizowat, co oznacza wymog dopuszczalnosci
przetwarzania danych wrazliwych - danych genetycznych - zgodnie z prawem UE lub
prawem panstwa cztonkowskiego (art. 10 lit. a dyrektywy 2016/680). Trybunat uznat,

27 Warto takze obserwowa¢ orzecznictwo TSUE dotyczgce ochrony danych osobowych iich przetwarzania
w zwigzku z zapobieganiem i zwalczaniem przestepczosci w odniesieniu do gromadzenia danych oraz ich
przechowywania. Obecnie w Trybunale czekajag na rozpoznanie pytania prejudycjalne dotyczace: 1.
efektywnosci kontroli sagdowej weryfikacji uprawnienn administratora danych osobowych (sprawa C-
333/22); 2. stopnia rozrdzniania danych osobowych okreslonych kategorii podmiotdw, a takze zgodnosci
ogoélnego celu ,zapobiegania i zwalczania przestepczosci” jako podstawy przechowywania danych
genetycznych na podstawie wewnetrznych regulacji policji (sprawa C-57/23); 3. dopuszczalnosci
systematycznego zbierania danych identyfikacyjnych (odciskéw palcow i wizerunku) oséb, co do ktérych
istnieje co najmniej jeden powdd, by podejrzewad, ze popetnity one przestepstwo, a takze kwestii
dopuszczalnosci odrebnego Scigania i skazania osoby, ktéra odmédwita poddania sie zebraniu danych
identyfikacyjnych, nawet jesli osoba ta nie byta Scigana ani skazana za przestepstwo, ktére stanowito
podstawe zastosowania tego srodka (sprawa C-371/24); 4. dopuszczalnosci przetwarzania danych
osobowych (zebranych, zarejestrowanych iprzechowywanych) oskarzonego, dotyczacych miejsca
urodzenia, narodowosci, obywatelstwa, miejsca zamieszkania, wyksztatcenia, sytuacji rodzinnej
i uprzedniej karalnosci, w sytuacji gdy zebrane w ten sposéb dane osobowe w zaden sposéb nie sg
niezbedne dla celéw postepowania karnego (sprawa C-5/25).

28 Wyrok TS z 26.01.2023 r., C-205/21, MINISTERSTVO NA VATRESHNITE RABOTI, GLAVNA DIREKTSIA ZA
BORBA S ORGANIZIRANATA PRESTAPNOST PRZECIWKO V.S., LEX nr 3477462.

29 Wyrok TS z 16.11.2023 r., C-333/22, LIGUE DES DROITS HUMAINS ASBL | BA PRZECIWKO ORGANE DE
CONTROLE DE L'INFORMATION POLICIERE, LEX nr 3625790.

30 Wyrok TS z 30.01.2024 r., C-118/22, NG PRZECIWKO DIREKTOR NA GLAVNA DIREKTSIA ,NATSIONALNA
POLITSIA “PRI MVR - SOFIA, LEX nr 3659240.

31 Wyrok TS z 28.11.2024 r., C-80/23, MINISTERSTVO NA VATRESHNITE RABOTI, GLAVNA DIREKTSIA ZA
BORBA S ORGANIZIRANATA PRESTAPNOST PRZECIWKO V.S., LEX nr 3783743.

32 Wyrok TS z 20.11.2025 r., C-57/23, JH PRZECIWKO POLICEJNi PREZIDIUM, LEX nr 3943394,

-9.-



ze przepis ten nalezy interpretowac zgodnie z art. 52 ust. 1 Karty Praw Podstawowych
UE, a zatem wszelkie ograniczenia w korzystaniu z praw podstawowych muszg by¢
.przewidziane ustawg”. Wymaég ten zaktada istnienie jasnej i precyzyjnej
podstawy prawnej zezwalajgcej na ograniczenie prawa do prywatnosci jednostki
33, Przymusowe pobranie prébek do badan genetycznych i biometrycznych jest
dopuszczalne, ale pod warunkiem istnienia skutecznej sgdowej kontroli nad taka
decyzjg. Ponadto, muszg istnie¢ wystarczajgce dowody na to, ze okreslona osoba
popetnita przestepstwo umysine Scigane z oskarzenia publicznego i odmawia
dobrowolnego poddania sie badaniom34. Przepisy prawa krajowego powinny takze
dokonywad wyraznego rozréznienia pomiedzy gromadzeniem i przechowywaniem
danych osobowych os6b podejrzewanych o popetnienie przestepstwa, a danymi oséb
pokrzywdzonych, Swiadkéw oraz oséb powigzanych ze swiadkami lub
pokrzywdzonymiz>.

Dopuszczajgc mozliwos¢ przymusowego pobierania danych genetycznych i
biometrycznych, TSUE zastrzegt jednak, ze przepisy prawa unijnego sprzeciwiajg sie
rozwigzaniom krajowym, ktore pozwalajg na systematyczne i uogdlnione gromadzenie
danych kazdej osoby, ktérej przedstawiono zarzuty. Gromadzenie i przechowywanie
tego rodzaju danych wymaga szczegdélnego respektowania zasady minimalizacji
danych i proporcjonalnosci. W przypadku danych genetycznych i biometrycznych (oraz
innych danych wrazliwych z art. 10 dyrektywy 2016/680) nalezy wykazac Scisle
okreslony cel pozyskania i przechowywania danych, ograniczy¢ go do niezbednego
zakresu (by¢ moze wystarczajgce jest pobranie danych biometrycznych, nie ma zatem
koniecznosci pozyskiwania danych genetycznych), a takze nalezy respektowac zasade
proporcjonalnosci (dane powinny by¢ gromadzone i przechowywane tylko w takim
zakresie, w jakim jest to konieczne dla realizacji celow w postaci zapobiegania i
zwalczania przestepczosci). Rozwinieciem wyroku w sprawie C-205/21 jest orzeczenie
TSUE z dnia 28 listopada 2024 r., w ktorym Trybunat wskazat, ze sytuacja, w ktorej to

33 Por. wyrok TS z 26.01.2023 r., C-205/21, MINISTERSTVO NA VATRESHNITE RABOTI, GLAVNA DIREKTSIA
ZA BORBA S ORGANIZIRANATA PRESTAPNOST PRZECIWKO V.S., LEX nr 3477462; pkt 64 i 65.
34 Por. wyrok TS z 26.01.2023 r., C-205/21, MINISTERSTVO NA VATRESHNITE RABOTI, GLAVNA DIREKTSIA
ZA BORBA S ORGANIZIRANATA PRESTAPNOST PRZECIWKO V.S., LEX nr 3477462; pkt 85 i 86.
35 Por. wyrok TS z 26.01.2023 r., C-205/21, MINISTERSTVO NA VATRESHNITE RABOTI, GLAVNA DIREKTSIA
ZA BORBA S ORGANIZIRANATA PRESTAPNOST PRZECIWKO V.S., LEX nr 3477462; pkt 83 i 84.
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dopiero sad ocenia spetnienie warunku ,bezwzglednej niezbednosci”?®, np. badajgc
zasadnos¢ przechowywania danych albo dopuszczalnos¢ ich zgromadzenia, nie jest w
stanie zapewni¢ odpowiedniej ochrony prawnej osobom, ktérych pobranie danych
dotyczyto3’. To organ, ktoéry dokonuje pobrania danych - organ postepowania
przygotowawczego - jest w pierwszej kolejnosci zobowigzany do analizy koniecznosci i
przydatnosci pozyskania danych wrazliwych, a w zwigzku z tym - do stosowania w

praktyce zasady proporcjonalnosci i minimalizacji danych osobowych.

Kolejnym istotnym orzeczeniem jest wyrok TSUE w sprawie C-333/22, dotyczacy
kwestii istnienia ,, skutecznego srodka prawnego” przeciwko decyzjom organéw
policyjnych dotyczacych przetwarzania danych osobowych38. Zgodnie bowiem

z art. 17 ust. 1 dyrektywy 2016/680 ,w odniesieniu do przypadkdw, o ktérych mowa
w art. 13 ust. 3, art. 15 ust. 3 i art. 16 ust. 4 tej dyrektywy, panistwa cztonkowskie majg
obowigzek przyjecia Srodkow przewidujgcych, ze ,0soba, ktérej dane dotyczg, moze
wykonywad swoje prawa takze za posrednictwem wiasciwego organu nadzorczego”.
Cel przetwarzania danych osobowych na podstawie dyrektywy 2016/680 wymaga
umozliwienia organom panstwowym - powotanym do zapobiegania i zwalczania
przestepczosci efektywnego dziatania. W zwigzku z tym przepisy unijne pozwalajg na
ograniczenie bezposrednio wykonywania prawa do informacji o przetwarzaniu danych
osobowych, a takze prawa dostepu ,w takim zakresie i przez taki czas, w jakim
odnosny Srodek jest dziataniem koniecznym i proporcjonalnym w spoteczenstwie
demokratycznym, z nalezytym uwzglednieniem praw podstawowych i uzasadnionych
intereséw danej osoby fizycznej”, aby ,,uniemozliwi¢ utrudnianie czynnosci
postepowan urzedowych lub sagdowych, postepowan przygotowawczych lub

36 W pkt 58 wyroku w sprawie C-80/23 TSUE wskazat, ze ,Nalezy zatem stwierdzi¢, ze wyktadnia prawa
krajowego, w ramach ktérej sad odsytajacy zamierza sam ocenic, czy zbieranie danych biometrycznych i
genetycznych osoby, ktdérej dane dotycza, jest 'bezwzglednie niezbedne', nie moze zagwarantowad
zgodnosci z prawem Unii ustawodawstwa krajowego takiego jak to, o ktérym mowa w pkt 57 niniejszego
wyroku, jako ze nie pozwala ona w kazdym razie zaradzi¢ brakowi cigzgcego na wiasciwych organach na
mocy tego ustawodawstwa obowigzku weryfikacji i wykazania 'bezwzglednej niezbednosci' takiego
zbierania danych"3¢. Zob.: wyrok TS z 28.11.2024 r., C-80/23, MINISTERSTVO NA VATRESHNITE RABOTI,
GLAVNA DIREKTSIA ZA BORBA S ORGANIZIRANATA PRESTAPNOST PRZECIWKO V.S., LEX nr 3783743, pkt
58. Zob. takze pkt 56 i 57 wskazanego orzeczenia.

37 Zob.: wyrok TS z 28.11.2024 r., C-80/23, MINISTERSTVO NA VATRESHNITE RABOTI, GLAVNA DIREKTSIA
ZA BORBA S ORGANIZIRANATA PRESTAPNOST PRZECIWKO V.S., LEX nr 3783743, pkt 59-61.

38 Stan faktyczny, jaki zainicjowat pytanie prejudycjalne byt nastepujacy. Skarzgca zwrdcita sie do
belgijskiego organu ochrony danych o wykonanie jej prawa do informacji na temat przetwarzania jej
danych osobowych przez policje. Organ ten przeprowadzit weryfikacje, ale poinformowat jg wytgcznie o
»zakonczeniu sprawdzenia” - bez zadnych dalszych szczegotdw.
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procedur”, ,uniemozliwi¢ zaktécanie zapobiegania przestepczosci, prowadzenia
postepowan przygotowawczych, wykrywania i $cigania czyndw zabronionych i
wykonywania kar”, ,chroni¢ bezpieczenistwo publiczne”, ,chroni¢ bezpieczenstwo
narodowe” lub ,chroni¢ prawa i wolnosci innych oséb”. Ponadto art. 15 ust. 3 tej
dyrektywy przewiduje, ze administrator moze nie informowac osoby, ktorej dane
dotycza, o kazdej odmowie lub o kazdym ograniczeniu dostepu i o przyczynach tej
odmowy lub tego ograniczenia, jezeli udzielenie tych informacji godzitoby w
ktérykolwiek z wyzej wymienionych celéw uzasadnionych interesem publicznym3?. W
takiej sytuacji, prawa osoby, ktérej dane osobowe sie przetwarza, wykonywane
sg za posrednictwem organu nadzorczego, niezaleznego od administratora
danych osobowych. TSUE wskazat ponadto, ze art. 46 ust. 1 lit. g) dyrektywy
2016/680 wymaga, aby ,kazdemu wiasciwemu organowi krajowemu powierzono
zadanie sprawdzenia zgodnosci przetwarzania z prawem na podstawie art. 17 tej
dyrektywy, czyli wskutek wniosku opierajgcego sie na tym ostatnim przepisie”. Osoba,
ktorej dane osobowe sg przetwarzane, powinna miec jednak mozliwos¢ zainicjowania
sgdowej kontroli zasadnosci, prawidtowosci, a takze weryfikacji sposobu, w jaki organ
nadzorczy wywigzat sie ze spoczywajgcego na nim obowigzku ,przeprowadzenia
wszelkich niezbednych weryfikacji"4?. Nalezy zatem przekazac jej taki zakres
informacji, ktéry pozwoli realnie skorzysta¢ z drogi sagdowej. Chociaz ograniczenia w
zakresie informowania o przetwarzaniu danych osobowych sg dopuszczalne, m.in. z
uwagi na bezpieczenstwo narodowe, to nie mogg one naruszac istoty prawa do

39 Por.: wyrok TS 2 16.11.2023 r., C-333/22, LIGUE DES DROITS HUMAINS ASBL | BA PRZECIWKO ORGANE
DE CONTROLE DE L'INFORMATION POLICIERE, LEX nr 3625790, pkt 42.

40 Por. wyrok TS 2 16.11.2023 r., C-333/22, LIGUE DES DROITS HUMAINS ASBL | BA PRZECIWKO ORGANE
DE CONTROLE DE L'INFORMATION POLICIERE, LEX nr 3625790, pkt 52. Chodzi o mozliwo$¢ zainicjowania
sgdowej kontroli, wtedy, kiedy osoba otrzymata jedynie informacje, ze weryfikacja prawidtowosci
przetwarzania danych osobowych zostata zakoriczona.
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informacji i prawa dostepu do danych osobowych, a nadto - muszg by¢
proporcjonalne i uzasadnione*'.

W sprawie C-118/22 spornym zagadnieniem byta dopuszczalnos$é
przechowywania danych osobowych, w tym danych biometrycznych i
genetycznych, oséb skazanych za przestepstwa przez nieograniczony czas, mimo
zatarcia skazania. Trybunat uznat, ze panstwa powinny wprowadzi¢ odpowiednie*?
terminy usuwania danych osobowych lub okresowego przeglagdu koniecznosci
przechowywania danych, a takze zagwarantowac srodki proceduralne stuzace
zapewnieniu przestrzegania tych terminéw“3. Przepisy dyrektywy 2016/6804 nie
przewidujg jednak wprowadzenia bezwzglednych ograniczen czasowych
przechowywania danych osobowych, po uptywie ktérych powinny one zostac usuniete
4>, Niekiedy bowiem dalsze przechowywane i przetwarzanie danych osobowych oséb
skazanych (w tym takze w sytuacji, kiedy skazanie zostato juz zatarte) moze przyczynic
sie do realizacji celu ogélnego dyrektywy 2016/680. Nie mozna wykluczy¢, ze osoby
takie mogg brac udziat w popetnianiu przestepstw innych niz te, za ktére zostaty
skazane?, TSUE zwrdcit jednak uwage na kwestie poszanowania zasady
proporcjonalnosci oraz wage przestepstwa (spoteczng szkodliwosc). ,Nie jest tak, ze
w stosunku to wszystkich oséb prawomocnie skazanych za przestepstwo objete
tym pojeciem istnieje taki sam stopien ryzyka udziatu w popetnieniu innych
przestepstw, co uzasadniatoby jednolity okres przechowywania dotyczacych ich

41 Zob. pkt 67 wyroku TSUE, gdzie Trybunat wskazat, ze do panstw cztonkowskich nalezy jednak
w ramach ich autonomii proceduralnej wdrozenie srodkéw niezbednych do zagwarantowania, zgodnie
z art. 53 ust. 1 tej dyrektywy, skutecznej kontroli sadowej zaréwno istnienia i zasadnosci powodéw
uzasadniajgcych ograniczenie przekazywania informacji, jak i prawidtowego wykonania przez organ
nadzorczy jego zadania polegajacego na weryfikacji zgodnosci przetwarzania z prawem. ,W tym
wzgledzie ujete w tym ostatnim przepisie pojecie ,skutecznego srodka prawnego przed sadem” nalezy
interpretowa¢ w Swietle motywu 86 wspomnianej dyrektywy, zgodnie z ktérym sady, przed ktérymi
wszczeto postepowania przeciwko organowi nadzorczemu, ,powinny wykonywaé peing
jurysdykcje w sprawie, w tym w zakresie ustalenia okolicznosci faktycznych i prawnych istotnych
dla rozstrzygniecia sprawy”.

42 Por. art. 5 dyrektywy 2016/680.

43 Por. wyrok TS z 30.01.2024 r., C-118/22, NG PRZECIWKO DIREKTOR NA GLAVNA DIREKTSIA
+NATSIONALNA POLITSIA “PRI MVR - SOFIA, LEX nr 3659240, pkt 43 i 44.

44 Por. art. 16 dyrektywy 2016/680.

4 Por. wyrok TS z 30.01.2024 r., C-118/22, NG PRZECIWKO DIREKTOR NA GLAVNA DIREKTSIA
+NATSIONALNA POLITSIA “PRI MVR - SOFIA, LEX nr 3659240, pkt 52.

46 Samo bowiem zatarcie skazania nie czyni zbednym przechowywania danych. Por. pkt 70 i nast. opinii
Rzecznika Generalnego Pirita Pikamae z dnia 15 czerwca 2023 r.;
https://curia.europa.eu/juris/document/document.jsf?text=&docid=274651&pagelndex=0&doclang=pl&
mode=Ist&dir=&occ=first&part=1&cid=7225299.
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danych. | tak, w niektérych przypadkach, biorgc pod uwage czynniki takie jak
charakter i waga popetnionego przestepstwa lub brak powrotu do przestepstwa,
ryzyko, jakie stanowi osoba skazana, niekoniecznie bedzie uzasadnia¢ utrzymanie do
chwili jej Smierci dotyczacych jej danych w przewidzianym w tym celu krajowym
rejestrze policyjnym. W takich przypadkach nie bedzie juz niezbednego zwigzku
miedzy przechowywanymi danymi a zamierzonym celem. Ich przechowywanie nie
bedzie zatem zgodne z zasadg minimalizacji danych ustanowiong w art. 4 ust. 1 lit.

c) dyrektywy 2016/680 i bedzie wykracza¢ poza okres niezbedny do celdw, dla ktérych
sg one przetwarzane, wbrew art. 4 ust. 1 lit. e) tej dyrektywy".

Systemowe, dtugotrwate przechowywanie danych biometrycznych i genetycznych
(oraz innych danych osobowych) oséb podejrzewanych i skazanych za przestepstwa
stwarza wysokie ryzyko niezgodnosci z art. 10 dyrektywy 2016/680, zwtaszcza gdy ma
charakter masowy, niezréznicowany i oparty na automatyzmie, bez realnych,
egzekwowalnych mechanizmoéw przegladu i usuwania. Niezréznicowane (co do
rodzaju przestepstwa i potencjalnego ponownego wejscia w konflikt z prawem) i
masowe przetwarzanie danych narusza zasade proporcjonalnosci4’. Przechowywanie
danych biometrycznych i genetycznych oséb prawomocnie skazanych - nawet
dozywotnio - moze by¢ uzasadnione, np. w celu umozliwienia $cigania innych
przestepstw, takze po dtuzszym czasie od ich popetnienia. Warunkiem jest jednak
spetnienie przestanki bezwzglednej koniecznosci z art. 10 dyrektywy 2016/680.
Oznacza to, ze praktyka taka musi uwzgledniaé¢ indywidualne okolicznosci -
takie jak charakter i waga popetnionego przestepstwa, jego kontekst, zwigzek z
innymi sprawami karnymi czy uprzednig karalnos¢ danej osoby. Parstwa
cztonkowskie UE sg zobowigzane - na podstawie art. 5 dyrektywy 2016/680 - do
okreslenia odpowiednich termindéw przechowywania danych osobowych. TSUE
podkresla, ze termin taki moze by¢ uznany za odpowiedni wytgcznie wtedy, gdy
uwzglednia konkretne, istotne okolicznosci uzasadniajgce przechowywanie
danych. Samo odniesienie do Smierci osoby, ktérej dane dotycza, nie moze by¢
domysinie uznane za proporcjonalny i uzasadniony okres przechowywania,
zwtaszcza jesli stosuje sie je automatycznie wobec wszystkich skazanych.

Na uwage zastuguje takze najnowszy wyrok TSUE z dnia 20 listopada 2025 r. w sprawie
C-57/23, ktéry m.in. analizowat kwestie podstawy prawnej przetwarzania danych

47 Decyzja ETPC z 16.01.2007 r., 30562/04, S. | MARPER v. WIELKA BRYTANIA, LEX nr 245147.
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osobowych w zwigzku z zapobieganiem i zwalczaniem przestepczos$ci. W tym
orzeczeniu TSUE, odwotujgc sie do orzecznictwa ETPC wskazat, ze ,kazdy akt
stanowigcy podstawe prawng przetwarzania danych osobowych powinien posiadac
okreslone cechy, a mianowicie zasadniczo powinien on by¢ przede wszystkim zgodny
z normami wyzszego rzedu, nastepnie - dostepny, i wreszcie - wystarczajgco
przewidywalny, to znaczy w rozsagdnym stopniu w okolicznosciach danej sprawy,
by umozliwi¢ zainteresowanym jednostkom odpowiednie dostosowanie ich
zachowania, co oznacza, ze akt ten wystarczajgco wyraznie okresla zakres

i warunki wykonywania uprawnien przyznanych wtasciwym organom”8, W
prawie unijnym, a zwtaszcza w kontekscie art. 8 i 10 dyrektywy 2016/680, pojecie
~prawo panstwa cztonkowskiego” nalezy rozumiec jako przepisy o charakterze
generalnym ustanawiajgce minimalne warunki zbierania, przechowywania i usuwania
takich danych. TSUE zaakceptowat, ze w pewnych konfiguracjach normatywnych
doprecyzowanie ,minimalnych warunkéw” zbierania, przechowywania i usuwania
danych moze nastepowac rowniez poprzez linie orzeczniczg sgdéw krajowych, ale
tylko przy spetnieniu wymogu dostepnosci i przewidywalnosci tej wyktadni oraz przy
zachowaniu standardu jasnych, kontrolowalnych granic uznania organu. Na tym tle
rozwigzanie, w ktérym kluczowe elementy przetwarzania, usuwania i kryteriow
dalszego przechowywania danych sg ksztattowane w aktach wewnetrznych lub
Lregutach” niewyrazonych w przepisie generalnym, a skierowanych do ,wewnatrz”
organdéw policyjnych, nie spetnia standardu ,quality of law” (dostepnos¢, jasnosg,
przewidywalnos¢) wymaganego dla ingerencji w prawa z art. 7 i 8 Karty.

Podsumowujac wymagania, jakie wynikajg z prawa unijnego wzgledem ustawodawcy
krajowego w odniesieniu do gromadzenia, przechowywania i przetwarzania danych

osobowych w zwigzku z zapobieganiem i zwalczaniem przestepczosci:

1. Musi istnie¢ podstawa prawna w przepisach powszechnie
obowigzujgcego prawa pozwalajgca na gromadzenie, przetwarzanie i
przechowywanie danych osobowych. Na gruncie standardu unijnego
kluczowa jest jakos¢ podstawy prawnej (quality of law), natomiast w
porzadku krajowym - ze wzgledu na art. 51 Konstytucji - zasady i tryb
gromadzenia oraz udostepniania danych powinny wynika¢ z ustawy, a w
odniesieniu do danych z art. 10 dyrektywy 2016/680 wymag ten jest

48 Por, Pkt 57 i cytowane tam orzecznictwo wyroku TS z 20.11.2025 r., C-57/23, JH PRZECIWKO POLICEJNIi
PREZIDIUM, LEX nr 3943394.
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szczegollnie rygorystyczny. W tych sytuacjach, standard legislacyjny (miejsca
aktu prawnego w hierarchii zrédet prawa) jest wyzszy i co do zasady wszelkie
operacje na danych wrazliwych powinny mie¢ podstawe ustawowg;

. Zakres gromadzenia danych osobowych os6b podejrzewanych o
popetnienie przestepstwa musi by¢ zréznicowany w odniesieniu m.in.
do wagi przestepstwa. Niedopuszczalne jest gromadzenie danych
biometrycznych i genetycznych w kazdej sprawie karnej (w kazdej sprawie o
przestepstwo). Dane te powinny by¢ gromadzone tylko wtedy, gdy jest to
bezwzglednie konieczne (art. 10 dyrektywy 2016/680). Oceny zasadnosci i
.bezwzglednej koniecznosci” muszg dokonywac organy policyjne decydujgce
o potrzebie pobrania danych biometrycznych i genetycznych, poniewaz
nastepcza kontrola sgdowa nie gwarantuje odpowiedniego zabezpieczenia
praw osoby podejrzanej;

. Odmienne zasady w odniesieniu do zakresu i sposobu gromadzenia
danych osobowych powinny istnie¢ w odniesieniu do oséb
podejrzewanych o popetnienie przestepstwa oraz do oséb
pokrzywdzonych, swiadkéw i innych. W przypadku oséb podejrzewanych
0 popetnienie przestepstwa, mozliwos¢ przymusowego pobrania danych
genetycznych i biometrycznych (oraz innych danych wrazliwych) nie jest
wykluczona, bowiem stuzby panstwowe powinny mie¢ mozliwos¢
skutecznego realizowania swoich funkg;ji;

. Przepisy krajowe powinny umozliwia¢ sagdowg kontrole (weryfikacje)
przetwarzania danych osobowych. W zwigzku ze specyfikg przetwarzania
danych osobowych dla realizacji celow z dyrektywy 2016/680, niekiedy jest
konieczne ograniczenie bezposredniego wykonywania praw osoby, ktorej
dane osobowe sg przetwarzane, i zagwarantowanie, by byly wykonywane
one posrednio - przez niezalezny organ nadzorczy, odrebny od
administratora danych osobowych. Od decyzji niezaleznego organu
nadzorczego powinno przystugiwac prawo do zainicjowania sgdowej kontroli
- weryfikacji - prawidtowosci przetwarzania danych osobowych. Sagdowa
kontrola powinna by¢ efektywna, co oznacza, ze uzasadnienie decyzji organu
nadzorczego musi by¢ odpowiednio precyzyjne, by stwarzac szanse
polemizowania z argumentacjg, jaka lezata u podstawy rozstrzygniecia.
Kontrola ta nie moze by¢ ograniczona do zagadnien technicznych
(formalnych), ale powinna odnosic¢ sie takze do kwestii merytorycznych;
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5. Przechowywanie danych osobowych, a zwtaszcza czas ich
przechowywania powinien uwzglednia¢ zasade minimalizacji danych
osobowych i by¢ ograniczony do tego, co jest konieczne. Przy ocenie
przydatnosci dalszego przechowywania danych osobowych nalezy bra¢ pod
uwage przede wszystkim wage przestepstwa oraz realnos¢ ponownego
wejscia w konflikt z prawem. Niedopuszczalne jest bezterminowe
przechowywanie danych genetycznych i biometrycznych w kazdej sprawie.

Il. Ocena zgodnosci krajowych rozwigzan z prawem unijnym

Oceniajgc zgodnos¢ rozwigzan krajowych z wymogami, jakie ptyng z prawa
unijnego - art. 4 dyrektywy 2016/680 oraz orzecznictwa TSUE - watpliwosci pojawiajg
sie przede wszystkim w konteksScie zasad gromadzenia, przechowywania i
przetwarzania danych biometrycznych, genetycznych i innych danych wrazliwych z art.
10 dyrektywy 2016/680, a takze dotyczg one sposobu funkcjonowania KSIP.

1.1. Podstawa prawna funkcjonowania KSIP

W przypadku KSIP pierwsza watpliwos¢ odnosi sie do podstawy prawne;j
funkcjonowania tego zbioru danych. Jedyng ustawowg podstawg funkcjonowania
KSIP jako odrebnego systemu jest art. 21nb ustawy o Policji. Pozostate przepisy
ustawy o Policji (np. dotyczace rejestru wykroczen, czy SWD) regulujg podstawy
pobierania i pozyskiwania okreslonych kategorii danych. Sam KSIP dziata przede
wszystkim na podstawie zarzgdzenia Komendanta Gtoéwnego Policji. Zarzadzenia sg
aktami wewnetrznymi - skierowanymi do ,wewnatrz” jednostek organizacyjnych.
Zarzgdzenie Komendanta Gtownego Policji obowigzuje jednostki organizacyjne
podlegte Komendantowi oraz funkcjonariuszy Policji. Nie moze ono stanowic
podstawy decyzji wobec ogdtu obywateli, czy innych podmiotéw. Nie kreuje zatem
uprawnien dla ogoétu obywateli ani nie moze naktada¢ na nich zadnych obowigzkdw.
Nie moze takze stanowi¢ podstawy ograniczenia praw i wolnosci obywatelskich#°.

43 Por. art. 31 ust. 3 Konstytucji, tj. przepis, ktéry reguluje podstawy i granice dopuszczalnego limitowania
praw i wolnosci jednostki. Katalog zrodet prawa wynika z art. 87 Konstytucji. Ma charakter zamkniety.
Akty prawa wewnetrznego - prawa wewnetrznie obowigzujgcego - unormowano w art. 93 Konstytucji.
Zob. szerzej: P. Radziewicz [w:] Konstytucja Rzeczypospolitej Polskiej. Komentarz, wyd. Il, red. P. Tuleja,
Warszawa 2023, art. 87.
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Chociaz prawo unijne nie wymaga kazdorazowego uregulowania kwestii
przetwarzania danych osobowych w akcie prawnym o randze ustawy>°, to zasady
przetwarzania (oraz inne dziatania wykonywane na danych osobowych) powinny miec
podstawe w przepisach powszechnie obowigzujgcego prawa. Z perspektywy prawa UE
kluczowe jest, aby zasadnicze reguty przetwarzania wynikaty z takiego aktu -
niezaleznie od jego formy w krajowej hierarchii zrédet prawa. Warto jednak zauwazyc,
ze polska Konstytucja wprowadza wyzszy standard ochrony danych osobowych niz
wynika to z prawa unijnego. Zgodnie z art. 51 ust. 1 ustawy zasadniczej, jednostka
moze by¢ zobowigzana wytgcznie na podstawie ustawy do ujawnienia danych niej
dotyczacych. Takze tylko ustawa moze ogranicza¢ prawo dostepu do urzedowych
dokumentdéw i zbioréw danych (art. 51 ust. 3 Konstytucji). Ponadto zasady i tryb
gromadzenia oraz udostepniania danych osobowych muszg zosta¢ okreslone w
ustawie (art. 51 ust. 5 Konstytucji). Z perspektywy prawa Unii (w szczegdlnosci art. 8 i
10 dyrektywy 2016/680) minimalnym wymogiem jest, aby kluczowe reguty
przetwarzania danych wynikaty z aktu powszechnie obowigzujgcego, dostepnego i
przewidywalnego dla jednostki. Na gruncie art. 51 Konstytucji zasady i tryb
gromadzenia oraz udostepniania danych muszg wynikac z ustawy, a w odniesieniu do
danych wrazliwych wymdég ten powinien by¢ traktowany szczegdlnie rygorystycznie.
Oznacza to, ze zasadnicze elementy KSIP (zakres danych, cele, retencja, usuwanie,
kontrola) powinny by¢ uregulowane ustawowo, a ewentualne akty wykonawcze moga
co najwyzej doprecyzowywac kwestie techniczne w granicach delegacji ustawowej do

wydania rozporzadzenia.

W przypadku KSIP podstawa do gromadzenia danych znajduje sie w ustawie
(ustawach), ale z przepiséw ustawowych nie wynika, ze dane osoby, ktéra miata
kontakt z Policjg°', zostang wprowadzone do systemu informacyjnego Policji, a
nastepnie bedg przechowywane i przetwarzane. Catos¢ funkcjonowania KSIP zostata
okreslona w zarzadzeniu, czyli akcie prawnym o charakterze wewnetrznym. Dostep do
zbiordw KSIP jest ograniczony - w pierwszej kolejnosci z uwagi na brak informacji o
tym systemie, przekazywanej osobie, ktéra ma kontakt z funkcjonariuszem Policji.

%0 P, Fajgielski [w:] Komentarz do rozporzgdzenia nr 2016/679 w sprawie ochrony 0séb fizycznych w zwigzku
Z przetwarzaniem danych osobowych i w sprawie swobodnego przeplywu takich danych oraz uchylenia
dyrektywy 95/46/WE (ogdlne rozporzqdzenie o ochronie danych) [w:] Ogdlne rozporzqdzenie o ochronie
danych. Ustawa o ochronie danych osobowych. Komentarz, wyd. Il, Warszawa 2022, art. 6.

>1 Np. byta legitymowana. Zob. § 43 ust. 1 pkt 8 Zarzgdzenia KGP o KSIP. Dane sg wprowadzane takze
wtedy, gdy osoba jest poddawana kontroli osobiste;j.
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Wykonywanie uprawnien w zwigzku z np. naruszeniem bezpieczeristwa danych
osobowych nie jest bezposrednie. Administrator danych nie ma obowigzku
informowania osoby, ktorej dane osobowe pobrano, o naruszeniach albo zagrozeniu
dla bezpieczenstwa danych. Informacje takie sg przekazywane Prezesowi Urzedu
Danych Osobowych?2. Posrednie wykonywanie uprawnien nie jest samo w sobie
wykluczone na gruncie prawa unijnego. W modelu przyjetym dla KSIP budzi jednak
powazne watpliwosci konstytucyjne co do standardu z art. 51 (zwtaszcza w zakresie
ustawowej podstawy i granic ograniczenia prawa dostepu do zbioréw oraz realnej
kontroli sgdowej). Ponadto, osoba, ktorej dane osobowe sg przetwarzane, powinna
miec mozliwos¢ zainicjowania sgdowej kontroli zasadnosci, prawidtowosci, a takze
weryfikacji sposobu, w jaki organ nadzorczy wywigzat sie ze spoczywajgcego na nim
obowigzku ,przeprowadzenia wszelkich niezbednych weryfikacji”. Tymczasem, takze w
tym zakresie prawo do informacji oraz prawo dostep do informacji zostat ograniczony
aktem prawnym niebedgcym Zrdédtem powszechnie obowigzujgcego prawa i
niebedgcym ustawa.

Warto podkresli¢, ze ustawodawca zdaje sie dostrzegad problematyczny charakter
podstaw prawnych funkcjonowania KSIP - przynajmniej w odniesieniu do danych
biometrycznych i genetycznych. W ustawie z dnia 18 pazdziernika 2024 r. o udziale
Rzeczypospolitej Polskiej w Systemie Wjazdu/Wyjazdu>3 zmieniany jest art. 21nb
ustawy o Policji, dodajgc przepisy szczegbdlne odnoszace sie do przetwarzania
wizerunku oraz danych daktyloskopijnych>4. Poza zakresem proponowanych zmian
pozostajg jednak dane genetyczne. Dodatkowo, nalezy zwréci¢ uwage na czas,
kiedy ustawa z 18 pazdziernika 2024 r. wejdzie w zycie. Doktadny dzien wejscia w
zycie tych przepiséw jest powigzany z uruchomieniem systemu EES (start operacyjny:
12 pazdziernika 2025 r., wdrozenie etapowe; petna operacyjnosc: 10 kwietnia 2026

52 Por. § 6 zarzadzenia KGP o KSIP.

>3 Ustawa z dnia 18 pazdziernika 2024 r. o udziale Rzeczypospolitej Polskiej w Systemie Wjazdu/Wyjazdu
(Dz. U. poz. 1688).

>4 Zob. art. 19 pkt 2 ustawy o udziale Rzeczypospolitej Polskiej w Systemie Wjazdu/Wyjazdu
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r.)>° i przyjeciem przez Komisje Europejskg stosownych regulacji®®. Stopniowe
wdrazanie tego systemu rozpoczeto sie 12 pazdziernika 2025 r.>’ i bedzie
kontynuowane przez kolejne 6 miesiecy. Niemniej wydaje sie, ze konieczne jest
odrebne i kompleksowe uregulowanie kwestii przetwarzania danych osobowych przez
Policje w KSIP w innej ustawie.

11.2. Zakres gromadzenia i przetwarzania danych osobowych oséb podejrzewanych o
popetnienie przestepstwa

Druga watpliwos¢, jaka wigze sie z funkcjonowaniem KSIP, to zakres gromadzenia i
przetwarzania danych osobowych oséb podejrzewanych o popetnienie
przestepstwa. W zbiorze ,Osoba” gromadzi sie i przetwarza sie szeroki zestaw
informacji o osobach, ktére podejrzewa sie o popetnienie przestepstwa albo czynu
karalnego (w przypadku nieletnich)®. Rejestrowani sg nie tylko podejrzani o
popetnienie przestepstwa w znaczeniu procesowym??, ale takze m.in. osoby, ktére
podejrzewa sie o popetnienie wykroczenia, osoby naruszajgce przepisy ruchu
drogowego®9, czy osoby, ktore zostaty wylegitymowane®'. Zgodnie z art. 51 ust. 2
Konstytucji, wtadze publiczne nie mogg pozyskiwac, gromadzi¢ i udostepniac innych

35 Entry-Exit System. Unijny system wjazdu i wyjazdu. Zob.: Rozporzadzenie Parlamentu Europejskiego i
Rady (UE) 2017/2226 z dnia 30 listopada 2017 r. ustanawiajgce system wjazdu/wyjazdu (EES) w celu
rejestrowania danych dotyczgcych wjazdu i wyjazdu obywateli panstw trzecich przekraczajgcych granice
zewnetrzne panstw czionkowskich i danych dotyczgcych odmowy wjazdu w odniesieniu do takich
obywateli oraz okreslajace warunki dostepu do EES na potrzeby ochrony porzadku publicznego i
zmieniajace konwencje wykonawczg do uktadu z Schengen i rozporzadzenia (WE) nr 767/2008 i (UE) nr
1077/2011 (Dz. U. UE. L. 22017 r. Nr 327, str. 20 z p6zn. zm.).

% Por. 26 ustawy z dnia 18 pazdziernika 2024 r. o udziale Rzeczypospolitej Polskiej w Systemie
Wjazdu/Wyjazdu. O wejsciu w zycie systemu EES decyduje Komisja Europejska po tym, jak spetnione
zostang nastepujgce warunki: a) przyjeto $rodki, o ktérych mowa w art. 36 i w art. 50 ust. 4 i 5
rozporzadzenia 2017/2226; b) eu-LISA oswiadczyta, ze z pozytywnym wynikiem zakonczono
wszechstronny test EES, ktdry eu-LISA przeprowadza we wspotpracy z panstwami cztonkowskimi; c)
panstwa cztonkowskie zatwierdzity uzgodnienia techniczne i prawne dotyczgce zbierania i przekazywania
danych, o ktérych mowa w art. 16-20, do EES i powiadomity o nich Komisje; d) panstwa cztonkowskie
przekazaty Komisji powiadomienia, o ktérych mowa w art. 65 ust. 1, 2i 3.

7 Zob. komunikat na stronie: https://www.gov.pl/web/katar/nowy-system-wjazduwyjazdu---wdrozenie-
0d-12-pazdziernika-2025-r oraz https://travel-europe.europa.eu/pl/ees.

58 Por. § 16 Zarzgdzenia KGP o KSIP.

59 Por. § 17 Zarzgdzenia KGP o KSIP.

60 8 16 ust. 1 pkt 16 Zarzgdzenia KGP o KSIP.

61 Zob. art. 15 ust. 1 ustawy o Policji. Warto przypomnie¢ wczesniejsze wystgpienie RPO w kwestii
legitymowania i istnienia uzasadnionego powodu do legitymowania:
https://bip.brpo.gov.pl/pl/content/rpo-policja-obywatel-legitymowanie-uniemozliwianie-czynnosci-kgp-
odpowiedz. Pojawia sie pytanie, czy kazda osoba, ktora zostata wylegitymowana, znajduje sie rejestrze
KSIP, a jesli tak - to jaki jest zakres przetwarzania danych osobowych.

-20 -


https://www.gov.pl/web/katar/nowy-system-wjazduwyjazdu---wdrozenie-od-12-pazdziernika-2025-r
https://www.gov.pl/web/katar/nowy-system-wjazduwyjazdu---wdrozenie-od-12-pazdziernika-2025-r
https://travel-europe.europa.eu/pl/ees
https://bip.brpo.gov.pl/pl/content/rpo-policja-obywatel-legitymowanie-uniemozliwianie-czynnosci-kgp-odpowiedz
https://bip.brpo.gov.pl/pl/content/rpo-policja-obywatel-legitymowanie-uniemozliwianie-czynnosci-kgp-odpowiedz

informacji o obywatelach niz niezbedne w demokratycznym panstwie prawnym. W
zarzgdzeniu KGP o KSIP zakres gromadzonych danych o jednostce jest
uporzgdkowany od tzw. rejestracji procesowej (najszerszy zakres)®? w przypadku
popetnienia przestepstwa Sciganego z oskarzenia publicznego lub przestepstwa
skarbowego®3 do rejestracji oséb, ktére zostaty legitymowane®4. Rejestracja osoby

legitymowanej zawiera:
»1) nazwe jednostki lub komaorki organizacyjnej Policji dokonujgcej rejestracji;

2) identyfikator kadrowy odpowiednio osoby dokonujgcej rejestracji oraz zlecajgcej
rejestracje, jezeli rejestracji dokonano na zlecenie;

3) numer PESEL, jezeli jest znany;

4) powdd (przyczyne) legitymowania;

5) identyfikator kadrowy policjanta dokonujgcego legitymowania;
6) date, godzine i miejsce legitymowania;

7) okreslenie rodzaju i numeru dokumentu tozsamosci, ktérym osoba legitymowana
sie postuguje lub dokumentu, na podstawie ktérego ustalono tozsamosc tej osoby;
8) okreslenie rodzaju, marki, typu lub numeru rzeczy posiadanych przez osobe
legitymowana;

9) okreslenie zwigzku legitymowania z imprezg masowg (identyfikator imprezy
masowej RIM);

62 Zakres gromadzonych danych obejmuje - w przypadku rejestracji procesowej - takze dane wrazliwe:
ujawniajgce pochodzenie rasowe lub etniczne; ujawniajgce poglady polityczne, przekonania religijne,
Swiatopogladowe lub przynaleznos¢ do zwigzkéw zawodowych; stanowigce dane genetyczne w
rozumieniu art. 4 pkt 4 ustawy ODO przetwarzanych w zwigzku z zapobieganiem i zwalczaniem
przestepczosci, w zakresie danych dotyczacych wynikéw analizy kwasu deoksyrybonukleinowego (DNA)
wytacznie o niekodujgcej czesci DNA, o ktdérych mowa w pkt 3; stanowigce dane biometryczne w celu
jednoznacznego zidentyfikowania osoby fizycznej w rozumieniu art. 4 pkt 2 ustawy ODO przetwarzanych
w zwigzku z zapobieganiem i zwalczaniem przestepczosci, w tym w zakresie wizerunku twarzy
utrwalonego w postaci zdjec sygnalitycznych lub danych daktyloskopijnych, o ktérych mowa w pkt 1i 2;
dotyczace zdrowia w rozumieniu art. 4 pkt 3 ustawy ODO przetwarzanych w zwigzku z zapobieganiem i
zwalczaniem przestepczosci; dotyczgce seksualnosci i orientacji seksualnej (8 17 ust. 3 pkt 13 Zarzgdzenia
KGP o KSIP).

63 § 17 Zarzgdzenia KGP o KSIP.

64 § 23 Zarzgdzenia KGP o KSIP.
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10) okreslenie rodzaju i wyniku czynnosci stuzbowych podjetych wskutek
legitymowania”®. Dodatkowo, rejestracja osoby legitymowanej moze zawierac
informacje, takie jak w przypadku rejestracji procesowej z § 17 ust. 2 pkt 1-10°%°,

Z uwagi na powszechnos¢ legitymowania®’, wydaje sie, ze Policja mogta zgromadzic
obszerny zbidr (big data) danych o jednostkach, obejmujacy osoby podejrzewane o
powazne przestepstwa jak i drobne wykroczenia, a takze - zachowania niestanowigce
zadnego czynu zabronionego, ktére jednak skutkowaty podjeciem dziatan przez
Policje. Sama potencjalna przydatnos¢ informacji i mozliwos¢ wykorzystania ich w celu
zapobiegania i zwalczania przestepczosci nie jest wystarczajgca dla ingerencji w prawo
do prywatnosci, zwtaszcza w sytuacji, gdy dane znajdujace sie w zbiorze KSIP
beda przetwarzane, moga zosta¢ powigzane z informacjami, ktére znajduja sie
w innych rejestrach, nie tylko policyjnych, do ktérych KSIP moze mie¢ dostep.
Watpliwosci - poza rejestracjg procesowg, w zwigzku z przedstawieniem zarzutu
popetnienia przestepstwa - budzg takze podstawy prawne do podawania tak
szczegotowych informacji o osobie, ktdra nie jest w zadnym aspekcie zaangazowana w
postepowanie karne.

W przypadku rejestracji procesowej%® w zakresie danych obejmujacych dane
genetyczne i biometryczne, problematyczna jest podstawa prawna pozwalajaca

65 § 23 ust. 3 Zarzgdzenia KGP o KSIP.

66 1) nazwiska (aktualne oraz poprzednio uzywane);

2) imiona (aktualne oraz poprzednio uzywane);

3) imiona rodzicéw i nazwisko rodowe matki;

4) date i miejsce urodzenia;

5) posiadane obywatelstwo lub obywatelstwa;

6) narodowos¢;

7) pte¢;

8) numer PESEL, jezeli osoba rejestrowana go posiada;

8a) numer narodowy stanowigcy numer identyfikujgcy osobe w panstwie innym niz Rzeczypospolita
Polska (odpowiednik numeru PESEL) oraz panstwo (kraj), w ktorym osoba posiada ten numer, w
przypadku, gdy osoba ta nie posiada numeru PESEL;

9) miejsca zameldowania i pobytu (miejsca zamieszkania), w tym adres lub adresy;

10) rodzaj i numer dokumentu tozsamosci, ktérym osoba sie postuguje lub dokumentu, na podstawie
ktérego ustalono tozsamosc osoby;

67 RPO informowat o praktyce, kiedy funkcjonariusz Policji miat obowigzek wylegitymowaé 3 osoby
dziennie. Brak jest publicznie dostepnych danych dotyczgcych liczby legitymowan w skali roku.

68 Na marginesie warto zauwazyd¢, ze rejestracja procesowa do 2019 r. byta dokonywana na podstawie
przepisdéw ustawy o Policji - art. 20 ust. 2a. Przepis art. 20 ust. 2a uchylony przez art. 58 pkt 6 lit. c ustawy
zdnia 14 grudnia 2018 r. (Dz.U.2019.125) zmieniajacej nin. ustawe z dniem 6 lutego 2019 r.
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na ich zebranie. Wydaje sig, ze jedyng podstawg jest art. 74 § 2 k.p.k.%?, ktory
umozliwia pobranie m.in. odciskéw palcéw czy probek do badan poréwnawczych w
kazdej sprawie o przestepstwo lub przestepstwo skarbowe. Mozliwe jest takze
zastosowanie Srodkow przymusu bezposredniego wobec oskarzonego lub osoby
podejrzanej, jesli nie chce ona dobrowolnie poddac sie tym czynnosciom (art. 74 8 3a
k.p.k.). Przepisy wprost nie odnoszg sie do mozliwosci pobrania danych
biometrycznych i genetycznych od pokrzywdzonego oraz Swiadka, w tym
zastosowania wobec tego uczestnika postepowania srodkéw przymusu
bezposredniego. Jedynie art. 192 8 1 k.p.k. stanowi, ze ,jezeli karalnos¢ czynu zalezy
od stanu zdrowia pokrzywdzonego, nie moze on sprzeciwic sie ogledzinom i
badaniom niepotgczonym z zabiegiem chirurgicznym lub obserwacjg w zaktadzie
leczniczym”. Prawo do odmowy poddania sie badaniom przystuguje jedynie osobom,
ktére mogg odmaowic sktadania zeznan (art. 182 k.p.k.) albo zostaty zwolnione z
zeznawania (art. 185 k.p.k.). W ramach badan i ogledzin dopuszczalne jest pobranie
probek do badan genetycznych i biometrycznych.

Brak jest jednak zréznicowania dopuszczalnosci gromadzenia danych biometrycznych lub genet
70, Z danych dostepnych publicznie, wydaje sie, ze dane genetyczne i biometryczne s3
gromadzone zgodnie z zasadg proporcjonalnosci. W 2024 r.”" w bazie AFIS przybyto
160.845 nowych wpiséw, a w bazie danych genetycznych - 45 62572, Jednoczesnie, w
2024 r. zakoriczono postepowania karne wobec 377.398 0s6b’3. Tzn. nie jest tak, ze
przedstawienie zarzutéw automatycznie oznacza, ze od podejrzanego pobiera sie

69 Chociaz przepisy ustawy o Policji, tj. art. 20 ust. 1k, pozwalajg na pobranie tych danych, ale wydaje sie,
ze nie w celu rejestracji procesowe;j.

70 Nie w kazdym przypadku popetnienia powaznego przestepstwa jest konieczne pozyskanie danych
biometrycznych czy genetycznych. W przypadku np. tzw. zbrodni fakturowych, co do zasady, pozyskanie
tego rodzaju danych wrazliwych jest zbedne dla

71 Brak jest publicznie dostepnych, aktualnych danych, ktére by podawaty, ile jest wpiséw w bazie AFIS i
CODIS. Z danych na rok 2018 wynika, ze baza AFIS obejmowata niecate 4 miliony wpiséw
(https://bibliotekanauki.pl/articles/2067392.pdf). Z doniesien medialnych wynika, ze baza profili DNA nie
byta rozwijana przez kilka lat (https://tvn24.pl/polska/policyjna-baza-dna-w-centralnym-laboratorium-
kryminalistycznym-wreszcie-ruszyla-z-miejsca-st8503966).

72 Dane dostepne na stronie: https://clkp.policja.pl/clk/aktualnosci/255044,Kolejny-pracowity-rok-za-
nami.html.

73 Dane dostepne na stronie Prokuratury Krajowej: https://www.gov.pl/web/prokuratura-
krajowa/sprawozdania-statystyczne-za-2024-rok. W bazie AFIS rejestruje sie dane nie tylko oséb
podejrzewanych i oskarzonych. Nie mozna zatem przyja¢, ze 42,6% podejrzewanych jest rejestrowanych
w bazie. Niemniej, gdyby istotnie prawie potowa oséb, ktdrym przedstawiono zarzuty albo ,typowano”
na podejrzanego zostata ,wpisana” do bazy danych daktyloskopijnych, to taki wynik bytby niepokojacy z
perspektywy zasady proporcjonalnosci.

-23 -


https://bibliotekanauki.pl/articles/2067392.pdf
https://tvn24.pl/polska/policyjna-baza-dna-w-centralnym-laboratorium-kryminalistycznym-wreszcie-ruszyla-z-miejsca-st8503966
https://tvn24.pl/polska/policyjna-baza-dna-w-centralnym-laboratorium-kryminalistycznym-wreszcie-ruszyla-z-miejsca-st8503966
https://clkp.policja.pl/clk/aktualnosci/255044,Kolejny-pracowity-rok-za-nami.html
https://clkp.policja.pl/clk/aktualnosci/255044,Kolejny-pracowity-rok-za-nami.html
https://www.gov.pl/web/prokuratura-krajowa/sprawozdania-statystyczne-za-2024-rok
https://www.gov.pl/web/prokuratura-krajowa/sprawozdania-statystyczne-za-2024-rok

odciski palcéw i rejestruje w bazie AFIS czy danych genetycznych. Wydaje sie zatem, ze
organy procesowe, co do zasady, dokonujg oceny ,bezwzglednej koniecznosci” z art.
10 dyrektywy 2016/680 w przypadku pobrania danych biometrycznych i genetycznych.
Problematyczna jest natomiast kwestia gwarancji proceduralnych dla osoby, ktérej
dane biometryczne lub genetyczne pobrano. Co do zasady, jedyng mozliwoscig
zaskarzenia czynnosci pobrania tych danych, jest ztozenie zazalenia w trybie art. 302
k.p.k., w ramach tzw. horyzontalnej kontroli postepowania przygotowawczego.
Dostepne mechanizmy kontroli sgdowej majg charakter ograniczony i nie zapewniajg
petnej, efektywnej weryfikacji przestanki ,bezwzglednej niezbednosci” oraz
proporcjonalnosci pobrania i dalszego przechowywania danych (w tym realnej kontroli
czasu retencji i usuwania). Analizujgc krajowe rozwigzania w perspektywie wymagan,
jakie wynikajg z orzecznictwa TSUE, sytuacja, w ktorej to organ procesowy pozyskujgcy
dane biometryczne i genetyczne dokonuje oceny koniecznosci pobrania tych danych,
jest sytuacjg optymalng. Jednak konieczne jest wprowadzenie - w jakies$ formie -
sgdowej kontroli (albo kontroli organu sgdowego) nad prawidtowoscig
pobrania/pozyskania danych, uwzgledniajgc czas przechowywania danych oraz
mozliwos¢ ich usuniecia’.

W kontekscie pobierania danych biometrycznych i genetycznych watpliwosci budzi
jednak tres¢ art. 20 ust. 1k ustawy o Policji’>, ktéry stanowi, ze ,w przypadku
podejrzanych Policja pobiera wymazy ze sluzéwki policzkédw oraz dane osobowe, o
ktorych mowa w art. 21a ust. 2 pkt 2 lit. b-h i art. 21h ust. 2 pkt 2 i 3, w celach, o
ktorych mowa w art. 15 ust. 1 pkt 3a lit. d”. Wydaje sie, ze przepisy ustawy o Policji sg
czesciowo konkurencyjne wzgledem art. 74 8 2 k.p.k. i zastepujg mechanizm oceny
bezwzglednej koniecznosci pobrania danych biometrycznych i genetycznych,
obligatoryjnym pobraniem tych danych w kazdej sytuacji, kiedy okreslonej osobie
zostaty przedstawione zarzuty.

11.3. Czas przechowywania danych w KSIP

Zarzadzenie KGP o KSIP nie precyzuje, jaki jest czas przechowywania danych
osobowych. Przepis 8 104 zarzagdzenia wprowadza obowigzek weryfikacji przydatnosci
informacji. Komaérki organizacyjne Policji, ktére zarejestrowaty dane osobowe, a takze
dyrektor KGP majg obowigzek raz w roku zbadad, czy istniejg informacje, ktoérych

74 Zob. uwagi nizej dotyczgce czasu przechowywania danych.
7> Art. 20 ust. 1k dodany przez art. 58 pkt 6 lit. b ustawy z dnia 14 grudnia 2018 r. (Dz.U.2019.125)
zmieniajgcej nin. ustawe z dniem 6 lutego 2019 r.

-24 -



dalsze przechowywanie jest zbedne oraz w zakresie legalnosci, prawidtowosci i
aktualnosci przetwarzanych informacji. Zarzagdzenie KGP o KSIP w § 105 precyzuje,
jakie czynniki powinny zosta¢ uwzglednione. Sg to m.in. rodzaj i charakter czynu
wyczerpujgcego znamiona przestepstwa, rodzaj i charakter dobra chronionego
naruszonego popetnionym przestepstwem, formy sprawstwa i umysinosci, zagrozenie
sankcjg karng, liczba popetnionych przestepstw, czas, ktéry uptyngt od momentu
wprowadzenia informacji, w tym danych osobowych, do zbioréw danych KSIP do
momentu dokonywania oceny, a takze powziecie przez Policje wiarygodnej informacji
m.in. 0 uniewinnieniu danej osoby prawomocnym wyrokiem sgdu, ewentualnie, ze
czyn nie zawierat znamion czynu zabronionego albo brak jest dostatecznie
uzasadnionych przestanek podejrzenia jego popetnienia. Kazda z tych okolicznosci jest
jedynie okolicznoscig, ktéra moze - ale nie musi - prowadzi¢ do usuniecia danych z
rejestru KSIP. Oproécz corocznej weryfikacji, ,przeglad” danych osobowych, jakie sg
gromadzone w KSIP, jest dokonywany na podstawie art. 16 ustawy o ochronie danych
osobowych w zwigzku z zapobieganiem i zwalczaniem przestepczosci. Administrator
danych dokonuje weryfikacji nie rzadziej niz co 10 lat od zebrania, uzyskania, pobrania
lub aktualizacji danych, za$ celem jest ustalenie, czy istniejg dane, ktorych dalsze
przechowywanie jest zbedne.

Jednoczesnie, przepisy zarzadzenia KGP o KSIP nie wprowadzaja maksymalnych
terminéw przechowywania danych osobowych i obligatoryjnego ich usuniecia z
rejestrow’6. Nawet jesli dane np. osoby legitymowanej zostang usuniete z systemu
SWD po uptywie 5 lat’/, to dane mogg pozosta¢ w KSIP, jesli dane osoby
legitymowanej znajdujg sie tez w zbiorze np. notowania kryminalnego albo jesli
zostata zarejestrowana ,przy okazji” innej rejestracji oséb w ramach ,rejestrac;ji
procesowej’’8, Podobnie w przypadku usuwania danych z systeméw przechowywania
danych genetycznych i biometrycznych. Przepis § 109 ust. 1 zarzgdzenia KGP o KSIP co
do zasady nakazuje usuniecie danych z KSIP, jesli zostaty one uprzednio usuniete z baz

76 W ustawiez dnia 18 pazdziernika 2024 r. o udziale Rzeczypospolitej Polskiej w Systemie
Wijazdu/Wyjazdu wprowadza sie obowigzek przegladu danych co 10 lat, co i tak ma miejsce obecnie ze
wzgledu na obowigzujace regulacje ustawy o ochronie danych osobowych w zwigzku z zapobieganiem i
zwalczaniem przestepczosci. Nowelizacja nie odnosi sie jednak do maksymalnego okresu
przechowywania danych osobowych. Zob. art. 19 pkt 2 ustawy o udziale Rzeczypospolitej Polskiej w
Systemie Wjazdu/Wyjazdu.

77 Zob. art. 20g ust. 4 ustawy o Policji

78 Zob. § 108 ust. 3a Zarzadzenia KGP o KSIP.
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danych AFIS7? i zbioru danych DNA®0, [stnieje jednak mozliwos¢ dalszego
przechowywania i przetwarzania danych wrazliwych (art. 10 dyrektywy 2016/680),
.gdy te same dane osobowe w zbiorach danych KSIP sg przetwarzane réwniez na innej
podstawie prawnej, anizeli podstawa prawna do przetwarzania danych
daktyloskopijnych lub informacji o wynikach analizy kwasu deoksyrybonukleinowego
(DNA)"81, Przyktadowo zatem, jesli dane osobowe oskarzonego byty przetwarzane
rownolegle - w dwdch sprawach - w jednej z tych spraw pobrano materiat genetyczny,
a nastepnie w tej sprawie zapadt wyrok uniewinniajgcy, to usuniecie danych z bazy
danych DNA nie oznacza usuniecia ich z bazy KSIP, jesli w rownolegle prowadzonym
postepowaniu, zapadto inne orzeczenie niz uniewinnienie albo prawomocne
umorzenie z uwagi na brak danych dostatecznie uzasadniajgcych podejrzenie
popetnienia przestepstwa lub brak znamion czynu zabronionego. W efekcie usuniecie
danych z AFIS/ bazy DNA nie musi automatycznie przektadac sie na usuniecie
powigzanych wpisow w KSIP.

Z perspektywy czasu przechowywania danych osobowych w KSIP w najtrudniejszej
sytuacji znajdujg sie:

- osoby, ktdére zostaty skazane za Srednie i drobne przestepstwa (zaréwno te, ktore
zostaly skazane na kare pozbawienia wolnosci, jaki i te, wzgledem ktérych odstgpiono
od wymierzenia kary), i ktorych skazanie sie zatarto;

- osoby, ktérych postepowanie zostato warunkowo umorzone;

79 Zgodnie z art. 211 ust. 2 ustawy o Policji, dane osobowe ze zbioru danych daktyloskopijnych usuwa sie
w przypadku gdy: 1) zostato umorzone postepowanie z uwagi na to, ze: a) czynu stanowigcego podstawe
wprowadzenia danych osobowych do zbioru danych nie popetniono albo brak jest danych dostatecznie
uzasadniajgcych podejrzenie jego popetnienia, b) zdarzenie lub okolicznos¢, w zwigzku z ktérymi
wprowadzono dane osobowe do zbioru danych, nie ma znamion czynu zabronionego; 2) osoba, ktorej
dane dotycza: a) zostata uniewinniona prawomocnym wyrokiem sadu, b) ukoriczyta 100. rok zycia, c)
zmarta; 3) utracg swojg przydatnos¢ eliminacyjng, jednakze nie dtuzej niz po uptywie 5 lat od dnia ustania
stosunku stuzbowego lub pracy - w przypadku oséb, o ktérych mowa w art. 20 ust. 11.

80 Tozsame przestanki oraz terminy usuniecia danych genetycznych wprowadza art. 21e ust. 2 ustawy o
Policji, dodajac jedng dodatkowg podstawe w postaci ustalenia tozsamosci zwtok ludzkich.

81 Zob. § 109 ust. 2 ustawy o Policji.
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- osoby, ktérych postepowanie zostato umorzone z powoddw innych niz brak danych
dostatecznie uzasadniajgcych popetnienie przestepstwa albo brak znamion czynu
zabronionego (art. 17 § 1 pkt 2 in fine - 11 k.p.k.)8.

W tych bowiem trzech przypadkach, funkcjonowanie rejestru KSIP oraz dokonana
rejestracja procesowa, sg w petni niezalezne od KRK czy KCIK. Usuniecie danych z KRK,
czy KCIK nie sprawia, ze usuniety zostaje wpis w KSIP. Zadne przepisy ustaw nie
wprowadzajg maksymalnego terminu przechowywania danych osobowych.
Przepisy zarzadzenia KGP o KSIP takze nie precyzujg granic temporalnych
przetwarzania i przechowywania danych osobowych. W praktyce usuniecie
wpisu w KSIP jest mozliwe po stwierdzeniu ,braku przydatnosci”.

Prowadzi to do sytuacji, kiedy dane osobowe sprawcéw Srednich i drobnych
przestepstw mogg by¢ przetwarzane i przechowywane w zakresie szerszym niz jest to
konieczne w spoteczenstwie demokratycznym, tj. nie w celu zapobiegania i zwalczania
przestepczosci, ale z uwagi na ,potencjalng przydatnos$¢” oceniang z perspektywy
organdw scigania. Jest to realne zagrozenie, bowiem weryfikacja ,przydatnosci”
przetwarzania danych osobowych jest dokonywana wewngatrz organdw policyjnych -
tj. zostata powierzona organom wskazanym w § 104 zarzgdzenia KGP o KSIP.
Analizujgc praktyke funkcjonowania KSIP mozna wskazac na sytuacje, kiedy KGP
odmawiata usuniecia wpisu z KSIP w sytuacji, gdy osoba zostata skazana za drobne
przestepstwo kilkanascie lat wczesniej, co byto jednorazowga sytuacjg, zas po usunieciu
wpisu z KRK nie moze skutecznie domagac sie usuniecia wpisu w rejestrze KSIP.
Whnioskowanie o usuniecie danych z KSIP do Komendanta Gtéwnego Policji spotyka sie
z decyzjg odmowng. Komendant Gtéwny Policji wskazuje m.in., ze KSIP ,jest rejestrem
generujgcym (stuzgcym do zbierania i przetwarzania) informacje o osobach w zwigzku

z wszczetymi i prowadzonymi przez Policje postepowaniami (gtownie karnymi) bez

82 Watpliwosci moze budzi¢ sytuacja, kiedy czyn zostat popetniony w warunkach kontratypu, a umorzenie
postepowania nastgpito na podstawie art. 17 8 1 pkt 2 in fine k.p.k., tj., kiedy ustawa stanowi, ze sprawca
nie popetnia przestepstwa. Jesli ta okoliczno$¢ zostataby ustalona na rozprawie - zapadtby wyrok
uniewinniajacy. Jednoczesnie, w przypadku przestanek z art. 17 § 1 pkt 1i 2 k.p.k., przepisy Zarzadzenia
KGP o KSIP rozrézniajg okolicznosci skutkujace usunieciem wpisu, w zaleznosci od tego, czy zapadt wyrok
uniewinniajacy, czy umorzono postepowanie. Jesli zapadt wyrok uniewinniajgcy - obejmuje on zakresem
w catosci przestanki z art. 17 8 1 pkt 1 i 2 k.p.k. i wpis powinien zostac usuniety z rejestru. Jesli zapadta
decyzja o umorzeniu postepowania na podstawie art. 17 8 1 pkt 1 lub 2 in principio - takze. Jednoczes$nie,
jesli podjeto decyzje o umorzeniu postepowania z uwagi na kontratyp (art. 17 8 1 pkt 2 in fine) albo z
innych powoddéw z art. 17 8 1 pkt 3 - 11 k.p.k. to przepisy nie wprowadzajg zadnych zasad szczegdlnych
dotyczacych usuniecia wpisu z rejestru. Taki wpis, osoby, ktéra zostata zarejestrowana procesowo, moze
zostac¢ usuniety na zasadach takich jak stosuje sie np. do oséb skazanych.
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wzgledu na sposdb ich zakonczenia, wiec jako taki nie moze stanowic¢ podstawy do
whnioskowania o sposobie zakonczenia tych postepowan, a tym bardziej nie przesgdza
o statusie osoby jako karanej lub niekaranej”, a takze, ze ,rejestracja w KSIP ma
charakter pomocniczy dla oceny kryminologicznej danej osoby, dokonywanej przez
Policje” i w zaden sposdb nie stygmatyzuje osoby, ktéra - mimo zatarcia skazania -
widnieje w rejestrze®s.

Kryteria oceny przydatnosci dalszego przechowywania danych osobowych, jakie
wprowadza 8 105 zarzgdzenia KGP o KSIP sg poprawne i implementujg wymagania,
jakie wynikajg z przepisow prawa unijnego. Stuzg bowiem wdrozeniu zasady
minimalizacji danych osobowych i ograniczaniu ich przetwarzania ,dla wygody”
organow Scigania, czy zapobieganiu stworzeniu wielkiego zbioru danych o jednostkach
- nadmiernego z perspektywy funkcjonowania panstwa prawa. Majg one jednak
charakter wewnetrzny i pozostawiajg szeroki margines uznania. Sytuacja, w ktérej
organ ma kontrolowa¢ samego siebie, z ograniczonymi kompetencjami
nadzorczymi niezaleznych organéw stwarza ryzyko naduzy¢. Mozna to dostrzec
analizujgc orzecznictwo sgddw administracyjnych. Oceniajgc zasadnos$c¢ dalszego
przechowywania danych osobowych, Komendant Gtéwny Policji zwykle powotuje sie
na przestanke przydatnosci danych albo zbednosci danych dla realizacji zadan Policji.
Wojewddzki Sgd Administracyjny w Warszawie zwrdcit uwage, ze ocena przestanki
.zbednosci danych” - gdy jest dokonywana wytgcznie z punktu widzenia realizacji
przez Policje jej ustawowych zadan - jest na tyle ogdlna, ze ,bioragc tylko je pod uwage,
mozliwe bytoby zakwalifikowanie wszystkich zebranych przez Policje danych
osobowych jako niezbednych dla realizacji jej zadan, co umozliwiatoby bezterminowe
przechowywanie danych pomimo osiggniecia celu, w ktérym zostaty zebrane”s4,
Tymczasem, jak wskazuje sie w orzecznictwie, kluczowym wyznacznikiem dla oceny
dopuszczalnosci przetwarzania danych osobowych w KSIP jest cel gromadzenia
okreslonych informacji. Determinuje to konieczno$¢ dokonywania kazdorazowe;j,
zindywidualizowanej oceny wnioskéw o usuniecie danych z tego zbioru, Ustalenie
celu, w jakim dane sg przetwarzane, ksztattuje okres, przez jaki dane moga by¢

83 Nie jest tez tak, ze obywatele nie odczuwajg negatywnych konsekwencji dalszego - po zatarciu skazania
- wpisu w KSIP. W jednej ze spraw prowadzonych w Biurze Rzecznika Praw Obywatelskich wycigg o
ukaraniach za wykroczenia od 2002 r. zostat dotgczony do wniosku o ukaranie (sprawa prowadzona w
BRPO pod sygnaturg: 11.519.267.2021). Nie jest zatem tak, ze wpis w KSIP ma skutek jedynie ,wewnetrzny”,
tj. wykorzystywany dla celéw pracy Policji, ale moze wptywaé na sytuacje jednostek ,na zewnatrz".

84 Wyrok WSA w Warszawie z 4.12.2024 r., Il SA/Wa 675/24, LEX nr 3846565; wyrok WSA w Warszawie z
28.04.2022 r., Il SA/Wa 3288/21, LEX nr 3414146.
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przetwarzane. Przy czym cel musi zostac¢ okreslony konkretnie i musi by¢
zasadny w Swietle realizacji ustawowych zadan Policji, a nie okreslony w sposéb
ogoélnikowy. Natomiast w przypadku ustania celu, dla ktérego dane sa
przetwarzane, niezbedne jest ich usunieciess.

11.4. Efektywnosc¢ zewnetrznego nadzoru nad KSIP - nadzér Prezesa Urzedu Ochrony
Danych Osobowych oraz sqdéw administracyjnych

Zewnetrzny nadzér nad dziataniem KSIP oraz zewnetrzna ocena celowosci
dalszego przechowywania i przetwarzania danych osobowych sa ograniczone.
Co do zasady bowiem, nadzér sprawuje Komendant Gtéwny Policji - albo inne osoby
upowaznione - bedgcy administratorem danych osobowych.

Prezes Urzedu Danych Osobowych ma uprawnienia nadzorcze wynikajgce z art. 5 ust.
1 ustawy o ochronie danych osobowych. Moze rozpatrywac skargi oséb, ktérych dane
osobowe sg przetwarzane niezgodnie z prawem i prowadzi¢ postepowania w tym
zakresie. W ramach postepowania prowadzonego w UODO moze stwierdzi¢
niezgodnos$¢ z prawem przetwarzania danych osobowych, tj. przyktadowo, ze dalsze
przetwarzanie danych osobowych nie stuzy realizacji celéw zwigzanych z
zapobieganiem i zwalczaniem przestepczosci. W jednym z orzeczert Wojewddzki Sad
Administracyjny w Warszawie®® stwierdzit, ze Prezes UODO moze dokonywac ,wtasnej,
autonomicznej oceny czy przetwarzanie danych osobowych strony postepowania
nastepuje zgodnie z prawem, a w szczegdlnosci zgodnie z art. 13 ust. 1 ustawy z dnia
14 grudnia 2018 r., ktdry stanowi, ze wtasciwe organy przetwarzajg dane osobowe
wytgcznie w zakresie niezbednym dla zrealizowania uprawnienia lub spetnienia
obowigzku wynikajgcego z przepisu prawa. Ocena legalnosci przetwarzania danych
musi rowniez uwzgledniac¢, ze w mysl art. 31 ust. 1 pkt 5 tej ustawy, administrator
zapewnia, aby dane osobowe byty przechowywane w formie umozliwiajgcej
identyfikacje osob, ktérych dane dotyczg, przez okres nie dtuzszy, niz jest to niezbedne
do celéw ich przetwarzania. (...) Skoro jednak ustawodawca przyznat Prezesowi

Urzedu Ochrony Danych Osobowych uprawnienia nadzorcze zmierzajgce do oceny czy
przetwarzanie danych osobowych ma miejsce w zgodzie z przepisami, to nie sposob
uznad, jak czyni to Komendant Gtéwny Policji, ze organ byt zwigzany ustaleniami Policji

8 Wyrok WSA w Warszawie z 23.01.2025 r., [l SA/Wa 571/24, LEX nr 3887162.
86 Wyrok WSA w Warszawie z 4.12.2024 r., Il SA/Wa 675/24, LEX nr 3846565.
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w zakresie niezbednosci przetwarzanych danych. Przyjecie takiego stanowiska
czynitoby bowiem dokonywang przez Prezesa UODO kontrole catkowicie iluzoryczng”.

Warto zwrdéci¢ uwage, ze Komendant Gtéwny Policji, w postepowaniach sgdowo-
administracyjnych, kwestionuje uprawnienie Prezesa UODO do zgdania usuniecia
wpisu w rejestrze KSIP, podnoszac, ze zaden przepis ustawy o ochronie danych
osobowych takiego uprawnienia wprost nie przyznaje. Taka wyktadnia przepiséw
ustawy o ochronie danych osobowych w zwigzku z zapobieganiem i zwalczaniem
przestepczosci oraz przepiséw kompetencyjnych Prezesa UODO zostata
zakwestionowana w wyroku Naczelnego Sgdu Administracyjnego z dnia 17
pazdziernika 2025 r., [ll OSK 2223/2287. NSA stwierdzit tam, ze wbrew odmiennemu
zapatrywaniu Komendanta Gtéwnego Policji do kompetencji Prezesa UODO nalezy
ocena prawidtowosci dalszego przetwarzania danych osobowych przez ich
administratora, tj. Komendanta Gtéwnego Policji. Zgodnie bowiem z art. 5 ust. 1 pkt 11
6 ustawy o ochronie danych osobowych przetwarzanych w zwigzku z zapobieganiem i
zwalczaniem przestepczosci ,do zadan Prezesa Urzedu Ochrony Danych Osobowych,
nalezy monitorowanie i egzekwowanie stosowania przepiséw ww. ustawy oraz
wydanych na jej podstawie aktéw wykonawczych oraz rozpatrywanie skarg oséb,
ktorych dane osobowe sg przetwarzane niezgodnie z prawem, i prowadzenie
postepowan w tym zakresie. (...) Prezes UODO jest w powyzszym zakresie organem
kontrolnym (art. 6 ustawy o ochronie danych osobowych przetwarzanych w
zwigzku z zapobieganiem i zwalczaniem przestepczosci) wyposazonym w
kompetencje o charakterze nadzorczym w stosunku do administratora danych
osobowych (art. 8 ust. 1-3 ustawy o ochronie danych osobowych przetwarzanych
w zwigzku z zapobieganiem i zwalczaniem przestepczosci). Kompetencji
nadzorczych Prezesa UODO wobec administratora danych osobowych nie
wyklucza obowigzek realizacji zadan Policji przez Komendanta Gtéwnego Policji".
Stanowisko NSA wprost potwierdzajgce uprawnienie Prezesa UODO do nakazania
usuniecia danych z KSIP jest stuszne. W praktyce warto jednak doprecyzowadé w
ustawie o Policji relacje miedzy obowigzkami w zakresie prowadzenia KSIP a
wykonywaniem srodkéw naprawczych organu nadzorczego (Prezesa UODO), aby
ograniczy¢ spory kompetencyjne i przyspieszy¢ wykonywanie decyzji.

8 Wyrok NSA z 17.10.2025 r., Il OSK 2223/22, LEX nr 3932512.
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Takze kontrola sprawowana przez sgdy administracyjne ma ograniczony zakres. Jak
wskazat Prezes UODO w pismie z dnia 17 maja 2024 r., przepisy ustawy o ochronie
danych osobowych ,wymagajg jedynie od administratora zgodnosci dziatania z
przepisami regulujgcymi wykonywanie ustawowych zadan Policji i to do
administratora nalezy ostateczna ocena potrzeby dalszego przetwarzania danych w
KSIP"88, Kontrola sgdowa ma w zasadzie charakter formalny - dotyczy kompetencji do
wydania okreslonej decyzji, jakosci sporzgdzonego uzasadnienia - a nie merytoryczny,
tj. oceny zasadnosci dalszego przetwarzania danych osobowych.

I1l. Wnioski

Po pierwsze, konieczne jest uregulowanie funkcjonowania KSIP w zakresie praw i
obowiazkéw obywateli w akcie o randze ustawy, a nie w zarzadzeniu KGP. Chodzi
nie tylko o zapewnienie dostepnosci aktéw prawnych - ustawy i rozporzgdzenia sg
publikowane w Dzienniku Ustaw, kazdy moze sie z nimi zapozna¢, a odszukanie w
Internecie zarzagdzen Komendanta Gtoéwnego Policji moze by¢ utrudnione (a nie kazdy
ma dostep do systemoéw takich jak LEX czy Legalis). Przede wszystkim chodzi o
unormowanie zasad zbioru danych osobowych w sposdb zgodny ze standardami
wynikajgcymi z art. 51 Konstytucji. Nie jest wystarczajgce odestanie ustawowe z art.
21nb ustawy o Policji. W szczegdlnosci uwage powyzszg nalezy odnies¢ do kwestii
przetwarzania i przechowywania danych biometrycznych i genetycznych. Zmiany, jakie
wprowadzone zostaty ustawg o udziale Rzeczypospolitej Polskiej w Systemie
Wijazdu/Wyjazdu pomijajg bowiem kwestie przetwarzania danych genetycznych, a
ponadto - jej stosowanie jest powigzane z uruchomieniem systemu EES (start
operacyjny: 12 pazdziernika 2025 r.; petna operacyjnos¢: 10 kwietnia 2026 r.).

Po drugie, celowe jest wprowadzenie zréznicowanych zasad gromadzenia,
przetwarzania i przechowywania danych osobowych w zaleznosci od wagi
przestepstwa. Decyzja o usunieciu tych danych nie moze by¢ w petni uznaniowa,
skoncentrowana na przestance ,przydatnosci danych”. By¢ moze celowe bytoby
doprecyzowanie tej przestanki, by ograniczy¢ zakres uznania administracyjnego, a
takze wprowadzi¢ mozliwos¢ zautomatyzowanego usuwania danych osobowych, tj.
wprowadzi¢ reguty retencji i usuwania oparte na ustawowych kryteriach (waga czynu,
wynik postepowania, uptyw czasu, brak recydywy), z mozliwoscig ich technicznej
automatyzacji przy zachowaniu kontroli tej decyzji przez odpowiedni organ.

88 Pismo do Ministra ds. Europejskich mozna znalez¢ na stronie: https://uodo.gov.pl/pl/138/3117, s. 7.
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Po trzecie, konieczne jest wprowadzenie maksymalnych terminéw
przechowywania danych w KSIP, zwtaszcza w tych sytuacjach, gdy dane osobowe
zostaly usuniete z innych rejestréw - KCIK, SWD, rejestru wykroczen itp.
Powyzsze odnosi sie przede wszystkim do rejestracji procesowej, rejestracji oséb
zatrzymanych i legitymowanych. Obecnie dane w KSIP mogg by¢ przechowywane
mimo usuniecia ich z innych rejestréow, a przestankg jest ocena przydatnosci.
Koniecznosc¢ sporzgdzenia kryminologicznej oceny danej osoby, zwtaszcza jesli
popetnita ona czyn zabroniony kilkanascie, kilkadziesiat lat temu, nie uzasadnia
utrzymywania sytuacji, gdy informacje o osobie - w tym dane wrazliwe - mogg by¢ w
tatwy sposob pozyskane przez funkcjonariuszy Policji (a niekiedy moga wptywac na
sposob traktowania jednostki w praktyce czynnosci policyjnych).

Po czwarte, niezbedne jest wzmocnienie kontroli zewnetrznej nad KSIP - w
szczegblnosci UODO i sadéw administracyjnych. Ocena sgdéw administracyjnych
koncentrujgca sie na formalnych aspektach rozpoznawanej sprawy jest nieefektywna
z perspektywy ochrony praw jednostek przed nieuprawniong ingerencjg w sfere zycia
prywatnego. Mozliwe jest np. doprecyzowanie ustawowych przestanek retencji,
przestanek usuwania danych, by mozliwa byta sgdowa ocena merytoryczna np. decyzji
KGP o odmowie usuniecia danych zarejestrowanych w KSIP. Dodatkowo, wprost
wskazanie kompetencji Prezesa UODO do usuwania danych zarejestrowanych w KSIP
przecietoby spory i istotnie ograniczytoby pole do kwestionowania przez KGP tego
uprawnienia Prezesa UODO i odmawiania wykonania decyzji o usunieciu danych.
Rozwazenia warte jest takze rozszerzenie uprawnienia sgdow karnych do oceny
zasadnosci pobrania danych biometrycznych i genetycznych na podstawie art. 74 § 2
k.p.k. i ewentualne umozliwienie sgdowi karnemu nakazania usuniecia tych danych.

Po piate, wskazane wydaje sie wzmocnienie uprawnien informacyjnych
jednostki, przez np. poinformowanie jej o wpisaniu danych do KSIP i
konsekwencjach tego wpisu, a takze - po uptywie jakiego terminu moze ona
domagac sie usuniecia danych.

Majgc na uwadze przedtozone racje, stosownie do art. 16 ust. 2 pkt 1 ustawy z dnia 15
lipca 1987 r. o Rzeczniku Praw Obywatelskich8?, zwracam sie do Pana Ministra z
uprzejma prosbg o dokonanie analizy wskazanych w niniejszym stanowisku
problemow i rozwazenie zainicjowania zmian legislacyjnych we wskazanych zakresach.

89 Ustawa z dnia 15 lipca 1987 r. o Rzeczniku Praw Obywatelskich (Dz. U. z 2024 r., poz. 1264).
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Bede wdzieczny za poinformowanie mnie o stanowisku zajetym w przedstawione;j
materii.

Z wyrazami szacunku
Marcin Wigcek
Rzecznik Praw Obywatelskich
/-wydano i podpisano elektronicznie/

Do wiadomosci:

- Pan Mirostaw Wréblewski Prezes Urzedu Ochrony Danych Osobowych (ePUAP).
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